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ABSTRACT

A Performance Analysis of a Modified Leaky Bucket Mechanism

Zhonghui Liang

ATM is universally accepted as the transfer mode of choice for B-ISDN,
because it is the only standard technology that allows the integration of different
services with diversified characteristics and requirements. Congestion control
becomes extremely important in ATM networks for achieving a desired level of
performance, QoS (Quality of Service). Due to the high link speed, preventive
congestion control is more effective and widely used than reactive control. It is
usually implemented in two ways: Connection Admission Control (CAC) and
Usage Paramenter Control (UPC). Leaky bucket (LB) is a typically used UPC
mechanism. A traditional LB can either police a bursty source's Peak Cell Rate
(PCR) or Average Cell Rate (ACR) but not both of them simultaneously, mean-
while, it introduces cell delays by buffering cells before they are transmitted into
the network.

In this thesis, we propose a modified Leaky Bucket mechanism, in which a sin-
gle LB can police both the PCR and ACR simultaneously. The first characteristic
of the modified LB is that the token generator is designed to be dynamic which
alternates between On and Off states, tokens will be generated during the token

generator's On period at a speed equalling to the policed bursty source’s PCR.



The second characteristic of this modified LB is that no token pool or cell buffer is
utilized. Therefore, cells generated by a bursty source can be transmitted into the
network at its PCR only when the token generator is simultaneously in On state.
Cells can either be transmitted or discarded, no cell delay occurs. As a resuit the
source’s PCR cannot be exceed the token generator's PCR. By properly design-
ing the statistical distributions of the dynamic token generator's On and Off peri-
ods, the modified LB can also police a bursty source’s ACR. Furthermore, the
modified LB doesn’t introduce any cell delay so it is more appropriate for real-time
traffics than the traditional LB.

Since most bursty sources’ On and Off periods can be modeled as geometri-
cally distributed, the dynamic token generator's On and Off periods are also
designed to be geometrically distributed. We study three protocols that may be
used to control the operation of the modiiied LB. These protocols are called
forced, unforced and compensation protocol. We derive the Cell Loss Probability
for each of these protocols, and compare the performance of the modified LB
against the traditional LB, in terms of the performance measure of cell delay and

cell loss probability.
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CHAPTER 1:

Introduction

Today’s telecommunication technologies are developing at an ever fast
speed. Optical networks, wireless, internet, and ecommerce, etc., all these
products are utilizing new technologies and allow communication networks to
support many new services, most of which we could not even imagine ten years
ago. These new sewice§ not only change the society and the business, but also
change the way we work and live. Speed, capacity, and flexibility provided by
modern communication networks allow people to communicate to anywhere
around the world, in anyway they want. Global Village becomes reality with the

modern communication networks.

There are different ways and steps leading to today's highly developed
communications. But the entire process can be said to be an evolution to a more

direct and natural form of communication.

1.1. Evolution toward Broadband Integrated Service Digital Net-

work (B-ISDN)

1.1.1 Integrated Service Digital Network (ISDN)

ISDN is an integrated services digital communication network that provides
various types of services in an integrated fashion. In other words, it can support

a wide range of voice and non-voice applications in the same network. ISDN is



based on 64-kbps switching technology and is intended to support basic voice

facilities and low quality video and data services.

1.1.2 The Concept of B-ISDN

As social and business activities become more diversified, the demand for
various multimedia and broadband services increases more rapidly. It has also
brought out a diverse set of broadband services such as video conference, high-
resolution data and picture transmission, video surveillance, video retrieval

services, and broadband videotex.

Among these services, the interactive and distributive services, the circuit-
mode and packet-mode services are mixed together, each could develop a
separate communication network of its own. However, the construction of an
independent service-oriented network imposes a heavy financial burden and can
bring about the obstruction of communication information transfer and disorder
in the administration of the communication networks. Therefore, it is desired to
integrate various networks into one universal network so that all the services can
be provided in an integrated manner. The B-ISDN is such an integrated service

network which expands the already standardized narrowband ISDN ([1], [2]).

Conceptually, B-ISDN can be described as a digital communication network
that utilizes broadband transmission and switching technologies to interconnect
concentrated and distributed subscribers and service providers, and to support
integrated services with wide-bandwidth distribution that ranges from a few bits

per second to several gigabits per second.



1.1.3 The Characteristics of B-ISDN

The primary goal of the B-ISDN is the accommodation of all existing services
along with those that will come into being in the communication networks of the

future. These may include services of all types and characteristics.

The most notable characteristic of B-ISDN services is that their bandwidth
distribution is extremely wide, from 64 kbps voice signal to video signals and
high-speed data signals which require hundreds of megabits rate. The service
time also exhibits a wide-ranging distribution from a few seconds to hours. In its
wide sense, the term broad in B-ISDN means that the frequency (bit rate)
distribution and service time distribution are both widely spread over the broad

band.

Another distinct feature is that continuous signals such as voice and video co-
exist with bursty signals such as terminal data. The former requires a constant
bit rate while the latter requires a widely varied bit rate. On the other hand, voice
and video signals require real-time processing, which is not critical for data

services.

Such diversities in B-ISDN services make the switching and transmission a
real challenge. Because packet switching is more appropriate for low-rate or
bursty signals, whereas circuit switching is more appropriate for continues
signals such as voice or video. On the other hand, time-division is more efficient
for voice, while space-division is more efficient for high-speed video signals. It is

difficult to find a way that enables the switching and transmission of various low-



speed and high-speed signals along with the continuous and bursty signals.
1.2. Asynchronous Transfer Mode

The transfer mode defines how information supplied by network users is

eventually mapped onto the physical network.

Asynchronous Transfer Mode (ATM) is ITU-T's transfer mode of choice for B-
ISDN. In simple terms, ATM is a connection-oriented, packet-switching and
muitiplexing technique with a particular form that employs ATDM (Asynchronous
Time Division Multiplexing), ([3], [6], [7]). Information is transferred through a
continues flow of packets of fixed size called ATM cells in a B-ISDN.
Consequently, service information is first curtailed to a fixed size, then mapped
into the ATM cells, and subsequently goes through the ATDM (Asynchronization
Time-Division Multiplexing) procedure with other ATM cells, thus forming the B-

ISDN internal transmission signal.
1.2.1 Asynchronous Time-Division Multiplexing

ATDM is a type of statistical multiplexing technique that time-division-
multiplexes mutually asynchronous ATM cells from several different channels. it
stores each of the incoming low-speed signals inside a buffer, then retrieves and
inserts the stored signals one by one into multiplexing slots according to a

priority-scheduling principle.

ATM is superior to STM (Synchronous Transfer Mode) since it achieves



higher channel utilization factor. STM assigns a dedicated channel to each of the
incoming service signals, therefore even when the channel is idle it cannot be
used to transmit other information through it. On the other hand, there is no
dedicated channel allocation in ATM, an idle channel can be used to transmit

any incoming signals, resulting in a higher channel utilization factor.

1.2.2 ATM cells

Some of the design objectives used to define ATM include: integrating voice,
audio, video, image and data services; minimizing the switching complexity, and
the buffering needed at intermediate nodes mainly to keep up with the high-
speed transmission links in the network. These design objectives are met at high
transmission speeds by keeping the ATM cell short in length and fixed. The
short cell length provides a great deal of flexibility in the way the bandwidth can
be used. This flexibility in turn provides the basic framework for B-ISDN to
support a wide range of services that emerging applications require. Moreover,
the use of short, length-fixed cells fosters the efficient use of the transmission

buffer and bandwidth through statistical multiplexing.

An ATM cell consists of 53 bytes, which is divided into 5 bytes of header
which contains network control information and 48 bytes of payload space which
carries user information. The main function of the cell header is to identify those
that are a part of the same virtual channel among the ATM cells existing inside
the ATDM information flow. The user data in cell payload is transported

transparently by the ATM network and no processing is performed on this field.



The functions of the ATM cell header are Virtual Path Identification (VPI) and
Virtual Channel Identification (VCI) in figure 1.1. Other cell header functions
include identifying Payload Types (PT), indicating Cell Loss Priority (CLP), and
providing Header Error Control (HEC). At the UNI, the cell header additionally

provides the Generic Flow Control (GFC) function.

Pl o1 I O O O O
GEC VPI VPI
VPI V(I VPI VCI
Vel Vel
VCI PT LH VCI PT. LP
HEC HEC
(a) UNI (b) NNI

Figure 1.1. ATM Cell Header Structure

1.2.3 The Characteristics of ATM

The short cell size of ATM at high transmission rates is expected to offer full
bandwidth flexibility and provide the basic framework for guaranteeing the
quality of service requirements of applications with a wide range of performance
metrics, while allowing statistical multiplexing. The term statistical multiplexing
refers to the fact that several variable-bit-rate connections can share a link with a
capacity less than the sum of their peak bit rate requirements, whereas the term
asynchronous is used to reflect the fact that the cells of an information unit may

appear at irregular intervals over the network links.

On the other hand, although it can and will support connectionless data

transfer, ATM is a connection-oriented technique in that end-to-end paths are



required to be established prior to the beginning of the information transfer. The
packet-oriented nature of ATM is well suited to applications with bursty traffic
characteristics. ATM can carry constant-bit-rate traffic equally well. Hence, ATM
is an attempt to combine the properties of both the packet- and circuit-switched

networks in an integrated network.

The universal acceptance of ATM among every segment of the networking
industry comes from the fact that it is a compromise, that allows the integration
of different services with different characteristics and requirements. The 53 bytes
cell size is a compromise between the conflicting requirements of voice and data
applications. A small packet size is preferred for voice since the packets must be
delivered with only a short delay. A large packet size is preferable for data since
the overheads involved in large packets are smaller. ATM does not handle voice
as efficiently as a synchronous network does; it does not handle video as easily
as isynchronous transfer; it does not handle data as efficiently as a packet-
switching technology with variable-length packets either. But ATM is the only

standard technology that handle all of them in an integrated manner.

ATM offers the potential to standardize in one network architecture defining
the muitiplexing and switching method, with SONET/STM providing the basis for

the physical transmission standard for very high-speed rates.
1.2.4. Comparison of ATM with IP

ATM can provide QoS for diversified services, this is a distinguished

characteristic from IP (Internet Portocol). Since IP cannot guarantee QoS, it



cannot provide satisfying service for some applications, for example voice.
There is a lot of research work on VOIP (Voice over IP) recently, however, it

makes IP too complicated to keep its advantage of simplicity.

Moreover, the fixed short size of ATM cells makes the high speed switch
easier such to provide a good delay performance, this is critical for real time

services, including voice.
1.3. Traffic Modeling in ATM networks

ATM networks are expected to support a diverse set of applications with a
wide range of characteristics. Unfortunately, for the time being, there are no com-
prehensive measurements to permit designers to satisfactorily address the char-
acteristics of various types of B-ISDN applications in a realistically accurate

manner.

In general, traffic corresponds to one of the three broad categories: voice,
video and data. In ATM networks, many sources are visualized as bursty, the cell
generation process of bursty sources is a succession of active and silent (idie)
periods. Cells are only generated at the peak cell rate (PCR) during the active
period. A group of successive cells that are not interrupted by idle period is called
burst. The most prominent source model exhibiting this behavior is the popular
On-Off model. A set of three important parameters that are used to characterize

ATM bursty sources is given below:

- PCR (Peak Cell Rate): the maximum transmission cell rate, i.e. the transmis-



sion rate during the active period
- SCR (Sustained Cell Rate): the maximum average transmission cell rate

- MBS (Maximum Burst Size): the maximum number of cells that can be sent

at the peak rate.

The On-Off source model shown in figure 1.2 is generally used for modeling
VBR traffic in ATM networks. It is used not only for packetized voice models, but
also for still video, and data messaging applications. Cells are generated periodi-
cally during a burst. In the discrete time case, the number of cells per burst is

assumed to have a geometric distribution.

B

Figure 1.2. On-Off source behavior

1.4. Congestion Control in ATM networks

ATM networks uses the statistically multiplexing to put a number of diverse
traffic sources on an ATM link, this introduces considerable flexibility and potential
saving of network resources. For instance, a bursty source only generates cells at
its peak rate during the active period, therefore it will not be necessary to allocate
a continues bandwidth at its peak rate. Statistically multiplexing a large number of
such bursty sources can gain bandwidth efficiency. But if the network is not prop-

erly designed and controlled in terms of the number of services in different



classes it can support, severe network congestion might happen due to the
dynamic characteristic of bursty sources, this may cause extensive transient cell
loss, cell delay, jitter and deteriorate the performance of the network. Therefore,
congestion control is very important in ATM networks in order to provide a desired

level of performance, i.e. QoS.

Due to the high link speed, diverse service requirements and various charac-
teristics of ATM traffic, congestion control in ATM networks is extremely difficult
and has become one of the active research field in recent years, ([23], [24], [25],
[28], [29], [30], [31]). Different congestion control mechanisms fall into two catego-

ries: reactive and preventive congestion control.
1.4.1 Reactive Congestion Control

Reactive congestion control mechanism only reacts to the congestion after it
has occurred. It uses the feedback information received from the network to adjust
the input rate of the sources. But today’s very high speed transmission channel
increases the ratio of propagation delay to cell transmission time. When conges-
tion happens and the network sends information to the input node, by the time
feedback reaches the input node and the control mechanism is triggered, too
many cells would have been transmitted into the network, and this will worsen the
congestion situation. The reactive congestion control is generally not accepted as

efiective in ATM networks.

1.4.2 Preventive Congestion Control
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Instead, preventive congestion control is more effective and widely used in
ATM networks. It does not wait until congestion actually occurs, but rather tries to

prevent the network from reaching an unacceptable level of congestion.

It is performed in two ways: Connection Admission Control (CAC) and Usage
Parameter Control (UPC). CAC determines whether to accept or reject a new con-
nection at the time of call setup; the decision is based on the traffic characteristics
and the network load. However, admission control alone is not sufficient to avoid
network congestions, because the user may violate the parameters negotiated at
the call setup phase either deliberately or unintentionally. So, after a connection is
accepted, Usage Parameter Control is required to monitor and police the traffic to
ensure that its parameters conform to what has been negotiated, and the QOS of

other connections in the network is not affected by one violating connection.

1.4.3 Leaky-Bucket

Leaky-Bucket (LB) algorithm is a typically used UPC mechanism. Though vari-

ations exist, the basic operation of LB is simple and shown in figure1.3.

There are two basic parameters: the token generation rate R and the token
pool size B, the buffer size M is another parameter for buffered LB. Arriving cells

first enter the cell buffer, if there are tokens in the token pool, cells leave the LB

11



The cell buffer
+ M
The traffic source the network
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B | The token pool

R

the token generator

Figure 1.3: The Conventional LB Mechanism

and access to the network on a FCFS (First Come First Served) basis. The num-
ber of tokens in the token pool is decremented for each cell leaving the LB. If there
is no token in the token pool, cells have to queue in the cell buffer, if the queue is

full, new coming cells are discarded.

The proper choice of the parameters R and (B+M) depends on what the Leaky
Bucket is designed to control and how tight a control is required. For example, if it
is the source’s Peak Cell Rate (PCR) that is to be controlled, then the token gener-
ating rate A should be close to the source’s PCR, and (B+M) can be chosen a
lower value to obtain a certain CLP. On the other hand, if it is the source’s Average
Cell Rate (ACR) that is to be contrclled, then the token rate R should be close to
the source’s ACR, and a high value of (B+M) is needed to obtain the same CLP.
Furthermore, the choice of a larger value of (B+M) will correspondingly result in a
higher cell delay. This may be a major issue for some services, for example the

real-time traffic, they have very low tolerance to the cell delay, so buffering them



will become inappropriate.

Obviously, a single traditional LB cannot be used to control a bursty source’s
ACR and PCR simultaneously, while it also introduce different degrees of cell
delay. Some recent researches on LB have been conducted either on a more
complicated control meachnism, or utilizing multiple LB to police the source’s dif-

ferent parameters ([5], [9], [10], [12], [141.[15], [17], [26], [27], [32]. {33)).

1.5 Research Objective

As we have stated, a traditional LB can either police a bursty source’s PCR
or ACR while allowing for a certain degree of burstiness (B+M), but it can not
police both the PCR and SCR simultaneously. On the other hand, bursty
sources may be very dynamic and have very different characteristics, for
instance, an On-Off source may transmit cells at the peak rate during very short
active periods, and generate no cells during long idle periods, thus the sources’

utilization (i.e., the ratio of ACR to PCR) is really low.

If we set the token generation rate R according to the source’s PCR, the
network resources will be dramatically wasted; but if R is set equal to ACR, it will
introduce a very high Cell Loss Probability (CLP). The token pool and cell buffer
can decrease the CLP while allowing for a certain degree of burstiness, but it

also introduce cell delays and is inappropriate for delay-sensitive sources.

In recent years, significant amount of research has been conducted to

explore new schemes for LB mechanisms ([8].[11],[13],[15]).[16],[18],[19].[20],

13



[21], [22], [27]). Most of the research still uses the basic LB structure while using

multiple LB or modified protocols to police different characteristics of different

sources.

In this thesis, we propose a modified Leaky-Bucket mechanism, which can
police the source’s PCR and SCR simultaneously without introducing any cell

delays. The main properties of the modified LB mechanism are:

1). Utilization of a dynamic token generator which alternates between active
and passive periods. Tokens are generated at the same rate as the source’s

PCR when the token generator is active, otherwise, no tokens are generated.

2). Elimination of the token pool and the cell buffer. When the token
generator is active, cells generated by the active bursty source can be
transmitted at the same speed as they are generated, i.e. the source's PCR,
therefore it is not necessary to use a token pool and a cell buffer. As a result, no
cell delay is introduced, and cells can be transmitted only when both the source

and the token generator are active.

3). Introduction of a Random Cycle: the time axis is divided into random
cycles. The bursty source is able to transmit cells during each random cycle.
Different operating protocols allow the source to transmit different number of

bursts during each random cycle.

The thesis is organized as follows: Chapter 2 describes the modified leaky-

bucket mechanism, introduces the system model, and derives a preliminary

14



mathematical result which will be needed to analyze the performance of the
modified leaky-bucket mechanism. In chapter 3, we will introduce our first
protocol which is called forced protocol and perform its analysis based on the
mathematical results obtained in chapter 2. Chapter 4 will be devoted to the
description and analysis of another protocol which is called unforced protocol. In
chapter 5, we propose and analyze compensation forced protocol, which is
designed to compensate a shortcoming in the forced protocol. Chapter 6 will
compare the modified leaky-bucket mechanism with a conventional leaky-

bucket, and give the conclusion and the future research work.

15



Chapter 2

Modified Leaky-Bucket Mechanism and The Derivation of
Preliminary Mathematical Results

2.1 Introduction

Leaky-bucket is a widely used UPC mechanism. A traditional LB can police
either a bursty source’s PCR or ACR, but not both at the same time, and it also
introduces cell delays. In this chapter we propose a modified LB mechanism to
police a bursty source’s PCR and ACR simultaneously without introducing any
cell delays, which derives from its two distinguishing mechanisms: the token
generator is dynamic alternating between On and Off states; neither cell buffer
nor token pool is utilized. We will also describe that by properly designed
probability distributions of the token generator's On and Off periods, the modified

LB is able to provide not only the cell delay but also the Cell Loss performance.

This chapter is composed of two parts. The first part will introduce the traffic
model of a bursty source and describe the design of the modified LB mechanism
for achieving the objective of policing both PCR and ACR simultaneously without
any cell delay. In the second part, we will focus on the derivation of a

mathematical result, which will enable us to determine the performance of the
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modified LB throughout the remaining chapters.

2.2. The Modified Leaky-Bucket

Before we proceed to the description of the modified leaky-bucket, let us
describe a bursty source’s traffic model first, because it is the basis of the design

of the modified LB.

2.2.1 The Traffic Model of A Bursty Source

As shown in figure 2.1, a bursty source alternates between active (On) and
passive (Off) states. We assume that the transition from a passive to an active
state occurs with a probability (1-8,), while the probability of a transition from an

active to a passive state is (1-a,) . Accordingly, the length of the On and Off peri-

1 and —L_

ods are geometrically distributed in number of slots with means o =B’
5 5

respectively.

Figure 2.1 The Model of a Bursty Source
we define:

a, = pr(the source will be active in the next time slot given that it is active in

17



the present slot)
B, = Pr(the source will be passive in the next time slot given that it is idle in the
present siot)
k. = the number of time slots that the source remains in active state during a
burst
I, = the number of time slots that the source remains in passive state during
each visit to the Off state

then we have the following probability distributions:

k., -1

Prk) = (1-a)a’ (2-1)
[,-1

Pr(l) = (1-B)B, (2-2)

2.2.2 The Modified Leaky-Bucket Mechanism
2.2.2.1 Description

Motivated by the bursty source’s dynamic cell generation process, we design a
dynamic token generator in the modified leaky-bucket mechanism. This token
generator alternates also between two states: active and paésive. When the token
generator is active, it will generate tokens at the same speed as the source’s PCR.
When the token generator is passive, it will not generate any tokens. Meanwhile
we assume that there is neither token pool nior cell buffer in this modified leaky-

bucket.
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The strategy behind this modified LB mechanism is that for confirming
sources, when the source is active, we would want the token generator generate
tokens as fast as the source’s cell generation rate such that cells can be transmit-
ted into the network at its PCR without any delay; On the other hand, when the
source is passive, we would want the token generator stop generating tokens
since the tokens virtually represent the network resource, therefore no network
resources will be wasted. So ideally, all cells generated during the source’s active
period will immediately obtain tokens from the token generator and be transmitted
into the network at its PCR, so we will not need the token pool and the cell buffer,

therefore no cell delay occurs.

Obviously, the source’s PCR is policed under this strategy. By properly design-
ing the probability distribution of the token generator's On and Off periods, it is
also possible to police the source’s ACR. Both parameters are policed while no

cell delay occurs.
2.2.2.2 The model of the modified leaky bucket

A bursty source has been modeled in section 2.2.1 as having geometrically
distributed On and Off periods. Based on this model, the dynamic token generator
is designed to have geometrically distributed On and Off periods too, with param-
eters «, and B, respectively. Thus we similarly define:

o, = Pr(the token generator will be active in the next slot given that it is active in

the present siot)
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B, = Pr(the token generator will be passive in the next slot given that it is passive
in the present siot)
k, = the number of time slots that the token generator remains in active state
during each burst
I, = the number of time slots that the token generator remains in passive state
during each Off period

then we have the following probability distributions:

k-1
Pr(k) = (1-a,)c, (2-3)

-1

Pr(l,) = (1-B,)B, (2-4)
Ideally, to reach the objective of policing a bursty source’s PCR and ACR
simultaneously, the token generator’'s parameters o, and g, should be chosen to
be equal to the source’s parameters a, and B, but randomness of these vari-
ables prohibit this. In our analysis, we will present how a set of «, and B, can be

reached to police a source’s PCR and ACR simuitaneously.

2.3 Derivation of the Preliminary Mathematical Results

The number of cells generated by a bursty source during a given time interval
will be needed for the mathematical analysis in the following chapters when we
consider different protocols. In this section we will derive the mathematical result

of the PGF of the number of cells generated by a bursty source during a time
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interval. Before we proceed, we need to introduce the cell arrival process of the

modified LB system first.
2.3.1. The Cell Arrival Process of the Modified Leaky-Bucket System

We may model the cell arrival process to the modified LB as a special case of

an ATM multiplexer system, let us first review an ATM multiplexer system in the fol-

fowing figure 2.2.

S
Q — A~ Output Link

y

ATM Multiplexer

m Bursty Sources
Figure 2.2 An ATM multiplexer fed with m i.i.d. bursty sources

This ATM multiplexer system is fed by m independently identically distributed
(i.i.d.) bursty sources. Cells generated by these sources are first stored in the
cell buffer, then they are retrieved and transmitted on the output link by a priority

scheme. Such an ATM multiplexer system has been studied in [4].

In the modified Leaky Bucket (LB), we assume that the time axis is also

slotted, and during a time slot an active bursty source generates only one cell.
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We notice that this is like having an ATM multiplexer which is fed by a single
input source, if the output link is turned off, cells generated by this bursty source
will all be stored in the cell buffer. If the cell buffer has an unlimited size, then the
queue distribution of the cell buffer will represent the distribution of cells

generated by the bursty source.

Thus, the cell arrival process to the modified LB can be considered as a
special case of the ATM multiplexer system ___ a single source, infinite-sized
cell buffer and zero server multipiexer system, the distribution of the queue
length of the cell buffer will correspond to the distribution of the number of cells
generated by this bursty source. However, the analysis on an ATM multiplexer in
[4] is not directly applicable to this special case, fortunately, a parallel analysis

applies here and will be presented below.
2.3.2. Derivation of the Preliminary Mathematical Results

Let's define the following notations:

i, =the number of cells generated by the end of slot k

a, = the state of the bursty source during slot k (it assumes the value 0 if the

source is Off and 1 if the source is On)

b, =the number of cells generated during siot k
f; =the number of cells generated by an active source during slot k

We also define the following Bernoulli random variables:
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1 if the source remains active in the next slot
c = { given that it is active in the present slot
0 otherwise

( 1 if the source becomes active in the next slot
d =] given that it is inactive in the present slot
0 otherwise

2.3.2.1 Derivation of the joint Probability Generating Function (PGF) of the
number of cells generated by a bursty source and the state of the

source

Referring to the bursty source’s traffic model in figure 2.1, we can get the

PGFs of the Bernoulli random variables ¢ and 4 defined above as:
Ci)=1l-a+a. .z (2-5)
D(z) = B+ (1-B) -z (2-6)
fi is assumed to be geometrically distributed with the PGF f(z) , here

£y = EtY 2-7)

fq if aq, =1
bk={‘ : (2-8)
0 a. =0

It is obvious that we can relate a, and i, of two consecutive slots by the follow-
ing equations:

if a, = 1

c
ak+l = { d ak =0 (2’9)



o1 = by (2-10)

Now let @,(z,y) denote the transient joint PGF of the number of cells gener-

ated by the end of slot k and the state of the bursty source during slot k, then:

s o l - -
Qmy = Ez™1 = Y ¥ VPG (2-11)
i=0j=0

here P, (i j) = P (i,=i.a,=)) and jhas value 0 when the source is passive and 1

when the source is active. Then we have:

ig+bpey ay,,
y 1

Q. 1(zy) = Elz

Using equations (2-9) and (2-10) and averaging over [ c and 4 yields:

. \\a
00 e = 1065 smel [ Q1"

= [D(y-F(N]-Qu(z. Y) (2-12)
. f(= l-a +a.y-f(2)
D(y-f(z)) B+ (1-B)y- f(2)
(2-13)

SO Q4,1 (z¥) = (B, + (1 =By f()- Q= 1)

Before we continue to derive Q,(z,v), let's make the following definitions:

y U = l-agray-f) UK+ = X(HUM®)| _,

U(o)

B+ (1-By-f(3)  X(k+1) = X(DX(K), _,

X©0) =1 Xx(1)



U(k) ®(0) = Uuw) _

*® = ¥ =% =’

then it can be demonstrated that:
X(k+1) = X(l)-X(k)|y=y (2-14)
Sk+1) = UK, _y (2-15)
So equation (2-13) can be expressed as:
Qo 1(zy) = X(1)- Qu(z. 1) (2-16)

In the following we will use recursion method to obtain an expression for

Q.(z,y). From (2-16):
ij)Fork =o,
Q.(zy) = X(1)Qy(z 1)

l-a,+ay-f(3)  yay _

since vy = = = ¢

nee Y =g~y ro - xm - 2O

SO Q(z¥) = X(1)Qqy(z, D(1)) (2-17)
iij) Fork =1,

0,(5y) = X(1)- Q4(3, ¥) = X(1)- XD, _ yQolz (1), _
from equation (2-14) and (2-15), we can express it as:
Q,(z,y) = X(2) - Qg(z, 9(2)) (2-18)

iii) For « = 3, following from above,

25



03(2,7) = X(1)Q4(z, ¥) = X(3)- Qy(z, (3)) (2-19)

From the equaﬁons (2-17), (2-18) and (2-19), the functional equation (2-11) may

be expressed in the following form:
Qi(z,y) = X(k) - Qg(z, P(k)) (2-20)

Before we proceed further, we need to determine an explicit form for v,

X(k). It can be shown that v(x) and x(x) satisfy the following recurrence relation-

ships [4]:
Utk) = [Bg+ag- f(2)]-Utk-1)+(l-a —B,) - f(2)- Uk-2) (2-21)
X(k) = [By+a - f()]-X(k=-1)+(1—a - B,)- f(2)- X(k=-2) (2-22)

The above are homogeneous difference equations and have the following

characteristic equation:
Ao (By+ - f()A-(1-a,~B) - f(2) = O (2-23)

the roots of the above equation are given by:

_ Bt O fQF (B, + o f0) + 41 -, - B)SE) (2-24)

[,2 2

A

then equations (2-21) and (2-22) can be shown to have the following solution [12]:
k k
U(k) = D{A| +DyA, (2-25)

X(k) = €A} + CoAS (2-26)
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here c,,c,, D,, D, are constants which may be determined from the initial condi-
tions:

X(0) = C,{+C, =1

X(1) = C A} + Cyhy = B+ (1-B)) - ¥f(2)

UQ©) =D +Dy =y

U(l) = D\A;+Dyky = (1 - )+, - yf(2)

thus we can solve for ¢, ,, D, , and obtain the following resuits:

2(y-yBy— ) - £(2) + (B, +a, £(2))

F = (2-27)
2,/(B, + o f() + 41—, ~B) £(2)

Cl‘,=

y -

1) e

2(l-o + o ¥f(2)) =B, + f(2)) -y

T = (2-28)
2,/(B, + o, f(2)% +4(1 ~ o, ~B ) £(2)

D17=

y -

[T

2.3.2.2 The marginal Probability Generating Functions of the number of cells

generated by a bursty source and the state of the source

Let's define:

P (z) =the transient marginal PGF of the number of cells generated by a bursty

source by the end of K'th slot

A,(y) =the transient marginal PGF of the state of the source at the end of K'th

slot.



From ¢,(z, y) which is shown in equation (2-20), we can get:

PUD = 0z, oy = XD ©RN]| = X(k) - @z, B(K)) (2-29)
AW) = Qe )| = XU OUN]| (2-30)

where X(k) = X(®)[, _ | = C;A}+CyAs

- .k - .k
- DA, + D,A
dk) = SR, _ | = =
' C1A1+C2).2
_ 201 -t - B,)f(2) + (B, + & £(2))
R R I e w (2:31)
) 2,J(B, + 0, f()? + 4(1 e, B F(2)
- 2(1 - 2))- z
Braab y = lp 2U%rasO) (B, + @, £(2)) (2.32)

;: 2
2,J(B, + 0, F()* +4(1 ~a,— B,) £(2)

0,z ©(k)) in equations (2-29) and (2-30) is the initial joint PGF which is deter-

mined by the initial conditions of the number of cells generated by a bursty source

and the state of the source for a given time interval.

Equations (2-29) and (2-30) are the mathematical results that will be used in
following chapters to analyze the performance of the modified leaky-bucket mech-

anism.

2.3.2.3. Application in the modified LB model



Since in the modified LB model, we assume that an active bursty source only

generates one cell during a time slot, so equation (2-7) becomes:

f(z) = E[Z°] = ¢ (2-33)

In the following chapters, we will need equations (2-29), (2-30) and (2-33) to

perform the analysis of the modified LB model under different protocols.



Chapter 3

Forced Protocol
3.1 Introduction

In this chapter we propose a forced protocol and present the mathematical
analysis of the performance of the modified LB operating under this forced proto-

col.

The operation of the modified LB is based on a random cycle definition. During
each random cycle, the forced protocol will allow a bursty source to transmit celis

into the network while limiting the number of cells transmitted to the source’s sin-

gle burst.

The performance will be determined using the preliminary mathematical
results derived in chapter 2. Since the modified leaky bucket does not introduce
any cell delay, the main performance measure here is Cell Loss Probability (CLP).
We note that the time axis may be divided into identically distributed random
cycles, as a result all we need is to determine the CLP during such a random

cycle.

This chapter is organized as follows: first, we introduce the definition of a ran-
dom cycle, and then we describe the forced protocol based on this cycle defini-
tion. Secondly, we will use the mathematical results derived in chapter 2 to

determine the average CLP during a random cycle. In this chapter, we study the
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performance of the modified LB with the constant token generator's parameters,
(Appendix A gives the same analysis for the variant token generator’'s parame-

ters). Lastly, we will give the numerical results for the forced protocol.
3.2 The definition of a random cycle

As has been described in chapter 2, both the source and the token generator
alternate between burst and silent intervals, independent of each other. Thus the
burst and silent intervals of the source and the token generator are not in synchro-
nism with each other. We assume that the time axis may be divided into random

cycles.
A random cycle is defined with the following properties:

1). A random cycle begins with both the source and the token generator in

their Off states.

2). During each cycle, a source will always be able to transmit cells into the
network. The number of slots that a source is allowed to transmit cells
into the network will not exceed a single On period of the source or the
token generator, these On periods will be referred to as the tagged On

periods.

A source will be able to transmit cells into the network only when both the
source and the token generator are simultaneously in their tagged On

periods. A token generator is only allowed to have one tagged period
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during each cycle.

3). f during the first On period of the token generator, the source is also On
for any period of time, then these will be the tagged On periods of the
source and the token generator respectively. If on the other hand, during
the initial On period of the token generator, the source has never become
On, then as soon as the source becomes On, the token generator will be
forced immediately to the On state even if it is not On. Again, these On
periods will become the tagged periods of the source and the token

generator respectively.

4). The cycle will end as soon as the tagged On period of the source

terminates.

During the source’s tagged On period, it will be able to transmit cells into
the network as long as the token generator is also in its tagged On period.
The cells generated following the termination of the tagged On period of

the token generator will be lost.

A new random cycle begins as soon as the previous one ends. If at this

point the token generator is in its On state, it is forced to the Off state.

We note that random cycles are identically distributed, therefore it is

sufficient to analyze the performance of the protocol during one such cycle.

In fact, among the four properties listed above, the first one defines when a



random cycle starts, the last one defines when a random cycle terminates which
also distinguishes the forced protocol from the unforced protocol as will be
described in chapter 4. The second and third properties define how the forced
protocol operates under different situations to enable the source transmit cells in

each cycle. Next, we will describe the forced protocol in these situations.

3.3 Description of the Forced Protocol:

As we have defined, a random cycle starts when both the token generator and
the source are in their Off states. As may be seen in the following figure 3.1, the
random cycle starts at time A. During the token generator’s initial Off period, i.e.

the interval from A to B, the source might alternate between On and Off states.

IA |B the token generator
—_— U r
r‘\ lB the source: case FI
|
] |
1 S
A B the source: case FII

Legend: A.B: the moment when the token generator changes it’s state

Figure 3.1: The source’s different state when the token generator’s initial Off period terminates

During the random cycle, when the token generator makes its first transition
from Off to On at time B, the bursty source might either be in On or Off states, this

introduces two possibilities as shown as cases FI and FII in the figure. Here case
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FI and FII respectively represent that the source is On and Off at time B in the

forced protocol.

Since the forced protocol will operate differently in these two cases, we will dis-

cuss them separately in the following.

3.3.1. Case FI: the source is in On state when the token generator’s initial

Off period terminates at time B

From figure 3.1, we can see that when the token generator first makes the
transition from Off to On at time B, the source is On, from this point on, both the
source and the token generator will be in their tagged periods, so the source can

start to transmit cells into the network.

Depending on whether the tagged period of the source or the token generator
terminates first, we identify three sub-cases Fl.a, FI.b and FlL.c as shown in the fol-

lowing figure 3.2:

Sub-case Fl.a: The tagged period of the source terminates before the token

generator’'s tagged period

From figure 3.2, the source’s tagged period terminates at time C while the
tagged period of the token generator terminates at time D. According to the defini-
tion of the random cycle, the cells generated during the interval A to B will be lost,
and those generated during the interval B to C will be transmitted into the network.

A new random cycle will begin at time C.

34



R - J | I
A lC the token generator
| l ' G §

|

[ 1k
D

|

I

source: sub-case Fla

I:,___ the j‘ir.?c,\,vcle—>I |
| | |

| ] .
iy LT T
thf first random cycle

|<— source: sub-case Fl.b
| ] '

A [ ++f+++++++]
ULt
B ID .F source: sub-case Fl.c
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Legend:
9 A.B ...G: the moment when the soruce or the token generator’s state changes

*: the moment when the token generator’s state is forced to change
Figure 3.2: Three possibilities of the termination time of the source’s tagged period in case FI

Sub-case FI.b: The tagged period of the source terminates after the token

generator’s tagged period but before the next token generator’'s On period.

As shown in figure 3.2, the source’s tagged period terminates at time E after
the tagged period of the token generator which terminates at time D. Cells gener-
ated in the interval A to B and D to E will be lost, and cells generated in the inter-
val B to D will be allowed to be transmitted into the network. A new random cycle

will begin at time E.

Sub-case Fl.c: The tagged period of the source terminates during an On

period following the token generator’s tagged period.
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Again from Figure 3.2, cells generated during the interval A to Band D to G
will be lost and those generated during the interval B to D will be transmitted into

the network. The new random cycle starts at time G.

Next, we give a similar description of case FII.

3.3.2. Case FII: the source is in Off state when the token generator’s initial

Off period terminates at time B

Unlike case FI, here we have to further divide case FII into two more separate
cases depending on when the source’s next burst starts after the token generator
makes its first transition from Off to On state at time B. These two separate cases

are shown below and to be referred as FII.1 and FII.2.

the token generator
A c g
] | |
—] I { —
l I source: separate-case FII.1
AT
| | |
source: separate-case FIIL.2
A 8 iC
! { ]
Legend:

A, B...E: the moment when the source or the token generator changes its state

Figure 3.3 The two separate-cases when the source starts its burst after the token generator

first makes the transition from Off to On
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3.3.2.1. Separate-case FII.1: the source starts its next burst during the token

generator'’s initial On period

As may be seen from figure 3.3, the source’s next burst starts during the token
generator’s initial On period (i.e. time B to D), which becomes their tagged peri-
ods. As in the case FI, there are three sub-cases depending on the termination
time of the source’s tagged period. These are shown in the following figure 3.4 as

sub-cases FIl.1.a, FII.1.b and FIl.1.c.

the token generator

By
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Q_ the ﬁr.\JltB cycle— g
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source: sub-case FII.1
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source: sub-case FII. |

I
|
[
I
|
I
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Legend: A,B...G: the moment when the source or the token generator changes it's state

*: the moment when the token generator is forced to change it’s state

Figure 3.4: Three possibilities of the termination time of the source’s tagged period in case FII.1

In each of the sub-cases, the forced protocol operates in the very same way as
the corresponding sub-cases in case FI, which we have described in detail in sec-
tion 3.3.1. The random cycle terminates at times C, E and G with respect to the

three sub-cases, as shown in figure 3.4.
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3.3.2.2. Separate-case FIIl.2: the source’s next burst starts after the token

generator’s initial On period has terminated

As shown in the following figure 3.5, the source remains in the Off state during
the initial On period of the token generator in the interval B to C. Finally when the
source starts its On period at time D, the token generator is in the Off state at time
D. In this case the forced protocol will force the token generator to the On state at

time D and both the source and the token generator will start this tagged periods.

Depending on the termination time of the source’s tagged period, there are
three sub-cases as shown below in Figure 3.5. Again, these three case are same

as those in case FI.

R I s R s B
A D E 'S IG [ the token generator

| Il I
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-

source: sub-case FIl.2.a

I
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A I 2 I
ja——r the /%r:( randgm cycle —ggs |
[
|
I

|
|
| |
L., i S
A N | source: sub-case FIL.2.b
|

f——— the ﬁrst random cycle — gy |
I I ] i

i
| w ,
i TR
A source: sub-case FIl.2.c
g the first random cycle —_—

l I
Ly
by
by

Legend: A.B...I: the moment when the source or the token generator’s state changes
*: the moment when the token generator is forced to change it’s state

Figure 3.5 Three possibilities of the termination time of the source’s tagged period in case FIL2

Next, we will compare the cases of FI, FII.1 and FII.2. These three cases differ

in the relative starting time of their tagged periods. In case FI, the token genera-
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tor's tagged period begins after the source’s tagged period, while in case FII.1 the
token generator’s tagged period begins before the source’s tagged period, and in
case FII.2 the tagged periods of the source and the token generator begins simul-
taneously. Since the source and the token generator's On periods are geometri-
cally distributed and the residual time of the already started tagged periods will
have the same geometrical distribution as the original On periods, as a result,
these three cases may be treated identically as having geometrically distributed
tagged periods starting at the same time. As for the subcases a, b and ¢ as
described in each of the three cases, they differ from each other only because of
the termination time of the source’s tagged period and are completely identical in

cases FI, FII.1 and FI1.2.

Next we will present the mathematical analysis of the average cell loss proba-
bility during such a random cycle using the preliminary result we have derived in

chapter 2.

3.4. Analysis of the Average Cell Loss Probability (CLP) during a

Random Cycle

As we have defined in section 2.2.2, «, and B, are the parameters of the token

generator's independent identically distributed On and Off periods respectively.

They have been defined as:
a, = Pr(the token generator will be active in the next slot given that it is active in

the present siot)
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B, = pr(the token generator will be passive in the next slot given that it is passive

in the present slot)

Obviously, when «, and B, are constant, the token generator has geometrically

distributed On and Off periods. In this chapter, we will determine the average CLP

during a random cycle under this condition.

In chapter 2, we have derived the closed form expressions for the transient
PGFs of the number of cells generated by a bursty source and the state of the
source at the end of kth time slot, which are given in equations (2-29) and (2-30)
respectively. Next, we will use these results to analyze the average CLP during a

random cycle.

In order to determine the average CLP, we need to know the average number
of cells lost and transmitted into the network during a random cycle. The cell
losses may occur in the token generator's initial Off period or during the source’s
tagged period if the source’s tagged On period has longer duration than the token
generator's tagged period. On the other hand, the cells wili be transmitted into the
network during the time that both the source and the token generator are simulta-

neously in their tagged periods. Next, we will determine each of these quantities.

3.4.1. The average number of cells lost during the token generator’s initial

Off period

Let's first determine the number of cells generated during the token genera-
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tor's initial Off period, i.e. the time interval A to B as shown in figure 3.1. Let's

define:

N ,p = the number of cells generated by the source during the interval Ato B

Obviously, ¥, is the number of cells lost during the interval A tc B. To deter-

mine the average value of ¥ ,;, we will use equation (2-29) to derive the PGF of

the number of cells generated during this interval, which depends on the initial

conditions at time A.

As may be seen in figure 3.1, at time A both the token generator and the
source are in their Off states, and the number of cells generated is zero, so we

have the following initial probability:
Pr(iy=0.a,=0) = 1 (3-1)

where: ig is the number of cells and a, is the state of the source, which is

assumed to be 0 when the source is Off and to be 1 when the source is On, obvi-

ously both variables are 0 at time A.

From equation (3-1), we can get the following initial joint PGF:

Qo2 (k) = - (@)1 = 1 (3-2)

Define:

41



P, (z) = the transient marginal PGF of the number of cells generated by the end

of 1, ’th slot during the token generator’s initial Off period
Substituting equation (3-2) into equation (2-29), we have:
P (2) = X() = C Ay + Gy (3-3)
Here ¢, , and A, , have been given in chapter 2. Define:

P(z) = the marginal PGF of the number of cells generated during the token

generator’s initial Off period

Averaging (3-3) with respect to the duration of the token generator’s Off period,

we get:

— —~ (- I = . I,-1
P(z) = z P (2)Pr(l,) = 2 (an{*‘cz’*z')““ﬁr)ﬁr (3-4)
I,=1 =1

here 1, is the number of time slots of the token generator’s initial Off period.

Let ¥, denote the average number of ¥ ,,, which is defined as the number of
cells generated during the time interval A to B, so:

— C A
Nap = [PQI|._, = (1-B) (m‘)

t

== } (3-5)
=1

Substitution ¢, , in (2-31) and A,, in (2-24) will give:



c'll =0 c,

z=1 z=1
C.l _ By . a1 C.I _ Bs + 1-a,
o _, " 2-a - 2" 2| _ 2-a_- 2
e=1 2B 5_q _p) =1 s Ps (2o -8
A =B +a_ -1 , A =1
llz: 1 BS g 2L‘= 1
s (1-a)(B,+a,-1) . _ 1-B,
llz=l - 2-(15-[35 2:=l 2—(!5-[3:
Substituting them into equation (3-5), we have:
( B)(B N J(B a-1) 5 _ap 41
- A +Qa - =28 _+
— s T-a - s +2'°':'B: s . 8, ) 1-B; (3'6)
AB = TTI—(B,+a,- DB I(2-a,-B,) 2-a -, -8, 2-a -B

3.4.2. The average number of cells lost and transmitted during the source’s

tagged period

As explained before, we will be able to treat the three cases as FI, FII.1 and
FII.2 together. We note that cell losses will occur during a source's tagged period
only if the source’s tagged period has a longer duration than the token generator’s

tagged period.
Let us define:

k. = the number of time slots in the source’s tagged period

k, = the number of time slots in the token generator’s tagged period
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From figure 3.2, the source’s tagged period begins at time B and ends at time
G at the latest. So we let the interval B to G denote the source’s tagged period

and define:

N g =the number of cells successfully transmitted into the network during the

source’s tagged period

Ngc = the number of cells lost during the source’s tagged period

From figure 3.2, it is obvious that:

ks>kx

k <k,

- k_—
Mg = {0 b when (3-13)

Since the distributions of k¥, and , are independent of each other, so averag-

ing over the values of x_ and &, we can obtain the average value of ¥5; when

k:>kt as.
_— - - . k=1 k-1 (I-a)a
NgGu,sk, = X O ke—k)(l-a)a " (1-a)e, - e @19
ko= lk, =k, s st
Define:

Pr(k >k,) = Pr(the source’s tagged period is longer than the token generator's

tagged period)

According to the conditional probability, we can obtain:



> l-a
Pr(k >k) = E 2 Pr(k)Pr(k,) = l——' (3-15)

-0
k =1k, =k, rs

a - (1'(15

4
Pr(k,<k) = 1-Pr(k >k) = —— oo, (3-16)
Then we can derive the average value of ¥z as:
2
m— - (1-o) e,
NBG=O'P’(kSSkz)+NBG.k,>k,'P"(k;)k;) = (3-17)

(-0 )(1-a0)’

The above equation gives the average number of cells lost during the source’s
tagged period. Next, we determine the average number of cells transmitted into

the network during the source’s tagged period. Clearly,
Npg=k,~Npc (3-18)

here k_ is the average duration of the source’s one tagged period, which equals to

the average number of cells generated by the source during its tagged period.

Since the source’s burst has a geometrical distribution, so we have:

- (3-19)

Y ¢ B S (L B L

(3-20)

2
(l1- o )(l- asal)
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The above gives the average number of cells transmitted into the network dur-

ing the source’s tagged period.
3.4.3 Cell Loss Probability during a random cycle

Define:

N,, = the average number of cells transmitted into the network during a ran-

dom cycle

@ = the average number of cells lost during a random cycle

pP,,.s = the cell loss probability during a random cycle

N,, equals to the average number of cells transmitted into the network during the

source’s tagged period, so:

Now = Npg (3-21)

2z

AT]‘ equals to the average number of cells lost during the source’s tagged period

plus the average number of cells lost during the token generator's initial Off

period, so:

Nogf = Nag+ N—BG (3-22)

Combining equations (3-6), (3-17) and (3-20) into the above equations, we get:
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Nogr (3-23)

Naff + Non

Ploss =

In this chapter, we have assumed that the token generator and the source's

parameters o, B,, a. and B, are constant. In Appendix A, we will propose to use
a variant token generator's On parameter «, and perform a similar analysis, for

the reason of the mathematical complexity, we put it in Appendix A.

3.5. Numerical Results:

From equation (3-23), we can derive the numerical results for the forced proto-

col as shown in figure 3.6.
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0.2r
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[s] 0.1 0.3 0.4 0.5 0.6 0.7 08 Q.9

0.2
The source’s parameter as
Figure 3.6 The forced protocol with the token generator’s different parameters

We can see that for certain given values of the source’s parameters a_ and B,

the token generator’s higher On parameter «, and lower Off parameter g, will give
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a lower cell loss probability, this is due to the fact the token generator would have
a longer tagged period and a shorter Off period, leading to more cells being trans-
mitted during the source’s tagged period as well as less cells lost during the
source’s tagged period and the token generator’s initial Off period. Consequently,

CLP will be lower.

The figure also shows that a higher value of the source’s parameter o_ will

lead to a higher cell loss probability, because the source would have longer
tagged period and burst, which would lead to more cells being lost during the
source’s tagged period and the token generator’s initial Off period, thus to cause a

higher CLP. Meanwhile, we can see that at lower «_ values, CLPs are every close
with different «, values, because the source’s shorter tagged periods have the

approximate possibilities to be completely transmitted during the token genera-

tor’s longer or shorter tagged period.

3.7. Advantages and disadvantages of the forced protocol:

From the description of the forced protocol in section 3.2, we can see that the

forced protocol has the following advantages:

(1). The source is able to transmit cells into the network during each random
cycle, even when the token generator’s initial On period is too short to let

the source start its burst.

(2). Once the source starts to transmit cells into the network, no tokens will be
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wasted during the random cycle, because the token generator will be
forced to change to Off state once the source’s tagged period terminates.
This limits the number of cells transmitted into the network during each ran-
dom cycle to the source’s single tagged period. This is an advantage while
facing a violating source which may have more frequent bursts than being

claimed at the connection setup phase.

Obviously, this advantage of the forced protocol can prevent the QoS of

other connections from being affected by one source’s violating behavior.

(3). If the bursty source violates the negotiated parameters and has a very
long tagged period, the forced protocol forces the token generator to stay in
its Off state after its tagged period terminates till the source’s tagged period
terminates. Thus violating cells generated after the token generator’s

tagged period would not be transmitted into the network.

The above second advantage comes from the property 4 of the random cycle’s
definition in section 3.2, which states that a random cycle ends as soon as the
tagged On period of the source terminates. Obviously, this advantage has a trade-
off here, because it limits the number of cells being transmitted into the network
during a random cycle to the source’s SINGLE tagged period. In this case, if the
statistical characteristics of a bursty source give frequent bursts but with short
durations, such a limitation will be too strict for policing this type of source's Aver-
age Cell Rate (ACRY). Next, we will propose unforced protocol to compensate for

this shortcoming of the forced protocol, and perform the same CLP analysis.
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Chapter 4

Unforced Protocol

4.1 Introduction

In order to overcome the forced protocol's shortcoming of policing a bursty
source’s ACR too strictly, we will propose unforced protocal in this chapter. While
keeping the forced protocol's advantage of always giving the bursty source a
chance to transmit cells into the network during each random cycle, the unforced
protocol also allows the source’s multiple bursts to be transmitted during each ran-

dom cycle, thus the bursty source’s ACR can be policed more fairly.

To achieve this objective of the unforced protocol, the definition of a random
cycle needs to be modified, which will be discussed in the first part of this chapter.
Then we will describe how the unforced protocol operates during a random cycle
and analyze the cell loss probability. As in Chapter 3, we only analyze CLP with
the constant token generator's parameters in this chapter. (In Appendix B, we will
perform a similar analysis of the unforced protocol under the variant token gener-

ator's parameter «,(i)). At the end of this chapter, we will present the numerical

results to compare the forced and unforced protocols.
4.2 The definition of a random cycle under the unforced protocol

In the forced protocol, a random cycle is defined with 4 properties as
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described in section 3.2, in which property 1 defines how a random cycle starts,
property 2 and 3 determines how the protocol operates to allow a source to trans-
mit cells in each cycle, property 4 defines how a random cycle terminates to limit
the number of cells transmitted into a network during each random cycle to the

source’s single burst.

In the unforced protocol, we aim at eliminating the forced protocol's shortcom-
ing of only being able to transmit one burst while also keeping its advantage of
transmitting cells in each cycle. Therefore, in the random cycle’s definition, only
the property 4 in the random cycle’s definition will be modified for the unforced

protocol, the other three properties will remain same as in section 3.2.

According to the fourth property, a random cycle ends when the source’s
tagged period ends. If at this moment the token generator is On, it is forced to the

Off state and a new cycle begins. We modify this property as:

A random cycle ends at the later finishing time of the source or the token gen-

erator’s tagged period.

We note that from property 2 of the random cycle’s definition a source is
allowed to transmit cells into the network only during a single token generator’s
tagged period. On the other hand, if during this token generator’s tagged period,
the source has several On periods, all of the cells generated will be transmitted
into the network with the above modified property. Each of these source’s On peri-

ods will be referred to as the source’s tagged periods.
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When the token generator's tagged period terminates, if the source is in Off
state, then the random cycle ends and a new one begins immediately; if the
source is in On state, this On period becomes the last tagged period of the
source, then the cells generated during the residual duration of this tagged period
will be lost, a new cycle begins when this last tagged period of the source termi-

nates.

With this modification, the source is able to transmit multiple tagged periods

into the network during a random cycle, as we can see in the following figure 4.1.
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Figure 4.1: the source’s multiple bursts being transmitted

As in the forced protocol, there exist two cases depending on the source’s
state when the token generator’s initial Off period terminates at time B, which are

denoted by cases UI and UTI in figure 4.1 to present the unforced protocol.

The last tagged period of the source is the last On period of the source that

has started during the token generator’s tagged period. The source’s last tagged



period may terminate before or after the token generator's tagged period.

Since the source is able to transmit multiple bursts during a random cycle
under the unforced protocol, it would be able to reach its ACR. As may be seen in
chapter 2, the modified leaky bucket will allow the source to reach its PCR by gen-
erating tokens at the source’s PCR during the token generator's On period, so the
unforced protocol will be more fair and effective to police a bursty source’s param-

eters, in terms of both PCR and ACR.

Next, we will describe the operation of the unforced protocol.

4.3 Descriptions of the unforced protocol

As we have described in chapter 3, the forced protocol operates differently for
the two cases FI and FII. Same in the unforced protocol, the two cases UI and UII
shown in Figure 4.2 also have different operations, so we describe them sepa-

rately below.

4.3.1 Case UI: the source is On when the token generator first makes the

transition from Off to On state at time B

As may be seen from figure 4.1, in case UI, the source is active and starts to
transmit cells into the network when the token generator makes the first transition
from Off to On at time B, and these On periods become the source and the token

generator’s tagged periods respectively.
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During the token generator's tagged period, the source might have multiple
tagged periods. Depending on the termination time of the source’s last tagged
period, there exist three possibilities as presented by sub-cases Ul a, ULb and Ul.c

in the following figure 4.2.

T ] T
I IF'E——* - T
IA i C P IF G the token generator
- Lo !
| Ll P!
r‘\ P C D l | the source: sub-case Ula
I th erandom cycle ] |
] |
—
IA B iD I | the source: sub-case ULb
I<,_4 the random C)ﬂL_|_>I | I
| P )
A B D F G the source: sub-case Ul.c
l§————— the random cxcle >
Legend:

A.B ...G: the moment when the soruce or the token generator’s state changes

*: the moment when the token generator is forced to change its state

Figure 4.2: Three possibilities of the termination time of the source’s last tagged period in case Ul

Similar to the respective sub-cases in the forced protocol, the random cycle

also terminates differently in these sub-cases, as we explain below:

Sub-Case Ul.a: The source’s last tagged period terminates before the token

generator’s tagged period

From figure 4.2, we can see that no cells will be lost during the source’s tagged

periods. The random cycle ends when the token generator's tagged period termi-

54



nates at time D. The celils generated during the interval A to B will be lost and

those generated during the interval B to D will be transmitted into the network.

Sub-case ULb: The source’s last tagged period terminates after the token

generator’s tagged period but before the token generator’'s next On period

Cells generated in the intervals A to B, D to E will be lost and cells generated
in the interval B to D will be allowed to be transmitted into the network. A new ran-

dom cycle starts at time E.

Sub-case Ulc: The source’s last tagged period terminates during the token

generator’s On period following the token generator’s tagged period.

From the property 2 of a random cycle’s definition, which is same for both
forced and unforced protocols, the source is only allowed to transmit cells into the
network during ONE of the token generator's tagged period in each random cycle.
Therefore, the token generator will be forced to stay with Off state during the
residual duration of the source’s last tagged period. Cells generated during the
intervals A to B, D to G will be lost and those generated during the interval B to D

will be transmitted into the network. The new random cycle begins at time G.

4.3.2 Case UII: the source is in the Off state when the token generator first

makes the transition from Off to On state at time B

Similar to section 3.3.2, we have 2 separate situations regarding to when the

source’s burst starts after the token generator’s initial Off period terminates at time
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B, which are represented by separate cases UII.1 and UIL.2 respectively in figure

4.3, we briefly explain the difference of the two separate cases in the following:

' L,* the token generator

A B Cl D

[ ' ]

| I the source: separate case Ull.1
A :B c :Dl

_ l ‘
_IF__,__IE,—— L the source:separate case UIL.2
A C E
1 ' ! ]
Legend:

A, ...E: the moment when the token generator or the source changes its state

Figure 4.3: the two separate cases in case UlI

4.3.2.1 Separate case Ull1: the source starts its burst during the token gen-

erator’s initial On period

the token generator

lA B C

sub-case Ull.l.a

r:__ the ﬁlrasz c_vcle__>:c
T

T T T70O
ey

U

I
|
I
!
[
1
I
[
|

I [
!
[
W__ the first cycle___lc__» "~ sub-case UllL1b
l E | O ‘
I |
] !
A B {:*****415*** :F——sub-case Ulll.c
lag—————————— _ the first cycle — !
Legend:

A.B ...G: the moment when the source or the token generator’s state changes

Figured.4:Three possibilities of the termination time of the source’s last tagged period in case UII..



As may be seen from the above Figure 4.4, the source’s next burst starts dur-
ing the token generator’s initial On period (B to D), same as in case UI, depending
on the termination time of the source’s last tagged period, we have three sub
cases Ull.l.a, UIl.1.b and Ull.l.c. The random cycle ends at time C, D and F

respectively.

4.3.2.2 Separate case UIL2: the source starts its burst after the token gener-

ator’s initial On period

I E__* E_—'FE 4
IA B P £l 'H the token generator

|
!
]
C

o — -

|
' (ol
IA E R sub- case Ull.2.a
et~ L the first cycle »l P
I ' Lo
l TF|
A IC F'o|
s Vi thk first cycle l » | | sub-case UIL2.b
| [ 1 i | ! |
[ l | |
5 KEFARR
A BC E G H
L the first cycle -] sub-case Ull.2.c
Legend:

A,B ...H: the moment when the soruce or the token generator’s state changes

*: the moment when the token generator is forced to change it’s state

Figure4.5:Three possibilities of the termination time of the source’s last tagged period in case UIl.2

Same as in case FII.2 in the forced protocol the source should be able to trans-

mit cells during each random cycle, so in this case, once the source starts its next
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burst at time D, the token generator will be forced to change to the On state simul-
taneously, both the source and the token generator starts their tagged periods at

this moment.

Similarly, depending on the termination time of the source’s last tagged period,
there are three sub-cases as Ull.2.a, UII.2.b and UIl.2.c in the above figure. The

random cycle terminates at time E, F and H respectively in these sub-cases.

Next, before we perform the mathematical analysis, we need to describe the

analysis methodology for the unforced protocol and compare cases Ul, UIL1 and

UIL.2 accordingly.

In the unforced protocol, the source’s muiltiple tagged periods will successfully
transmit cells into the network during the token generator's tagged period, so we
cannot use the same method to determine the average number of cells being
transmitted during each random cycle as we used in equation (3-18), which is
based on the condition that only one tagged period of the source would be trans-
mitted into the network. Instead, here we have to use the preliminary PGF results
that we have derived in chapter 2 to analyze the average number of cells being

successfully transmitted and lost.

The PGF method depends on the initial conditions when the token generator's
tagged period starts, this is reasonable because the token generator's tagged
period can host different number of the source’s tagged periods, which may be

affected by the source’s state when the token generator’s tagged period starts.
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Obviously, different number of the source’s tagged periods during the token gen-
erators tagged period will cause different number of cells being successfully

transmitted into the network.

Based on this analysis method, next we need to compare the initial conditions

of cases Ul, UII.1 and UIL.2 when the token generator’s tagged period begins.

From figure 4.2 and 4.5, we can see that in cases UI and UIL2 the source is in
its On state when the token generator's tagged period begins at time B and D
respectively, this means that case UI and UIL.2 have the same initial conditions
when the token generator's tagged period begins. Therefore, we still can treat
these two cases together in the analysis of the unforced protocol. But for the case
UIL1 as shown in Figure 4.4, the source is in the Off state when the token genera-
tor's tagged period begins at time B, so the initial conditions will be different from

cases Ul and UII.2, we have to treat this case separately in the following analysis.

4.4 Analysis of the average Cell Loss Probability

As in the forced protocol, in order to determine the average CLP, we need to
determine the average number of cells lost and transmitted during a random

cycle.

4.4.1 The average number of cells lost during the token generator’s initial

Off period

Because the token generator's behavior during its initial Off period from A to B
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has not changed under the unforced protocol, so the average number of cells lost
during the token generator's initial Off period is same as in the forced protocol,

which has been given in equation (3-6) for all cases.

4.4.2 The average number of cells lost and successfully transmitted during

the source’s tagged periods and the token generator’s tagged period

Next, we will separately determine the number of cells being successfully
transmitted and lost for case UI and UIL1, and case UIL2 will be treated together

with case UL
4.4.2.1 Case UI (and UIlL.2)

As can be seen from Figure 4.2, the source’s muiltiple tagged periods termi-
nate at time G at the latest in case UI, so we let the time interval B to G denote the

duration of the source’s multiple tagged periods and define:

N = the number of cells successfully transmitted into the network during the

source’s tagged periods

Npc = the number of cells lost during the source’s tagged periods

From figure 4.2, when the token generator's On period starts at time B, the ini-
tial conditions are that the source is On and the initial number of cells is zero,

which can be described as a;,=1 and i,=0. Thus we have the following initial prob-

ability:



Pr(ig=0.ap=1) =1 (4-1)
This leads to the following initial joint PGF:
Q= (K) = (DR = D(k) (4-2)

Define:

P, (z) = the transient marginal PGF of the number of cells generated by the

end of &, 'th slot during the token generator’s tagged period
Substituting equation (4-2) into equation (2-29), we have:
P(2) = Rk o B(k) = DAY + DAs (4-3)
here D, , and %, , have been given in equations (2-32) and (2-24).

Define:

P\ (2) = the marginal PGF of the total number of cells generated during the

token generator's tagged period in case Ul

From equation (4-3) and the definition of the conditional probability, we have:

P = X P IPrt) = 3 (Byays 'zkg‘)(l-a,)a,""'
k=1 k, =
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_( D}y Dok,
- (1-Ala,*1-xza, (1-a, (4-4)

Let ~y, denote the average value of N, which is defined as the number of cells

being successfully transmitted during the token generator's tagged period, so:

DA D,
= _ - 1L i1 ), 272 ), -
o oo 8 B e
here D‘L=1=O Dy _, =0
D. I—Bs o D I—Bs g
| 2 3I—a — 2L_, T~ Y5 T =
L - a, - BS) 2 o, BS |~ =1 @ as B_‘-) 2 o, B

Combine 4, , and i, , in section 3.4.1 into (4-5), we get:

1-B,

Qe —
..aSB

1-B,
- ¢ Z-u:-BJ
+

1-8
= i s 4-6
8G -Bg+a -Dali2-a -B] 2-a B, ’l-ar =By ( )

(1-a,)(B‘+a:-l)( -a‘) lea -B -

4

Next we will determine ~,, the number of cells lost during the source's multi-

ple tagged periods. Cell losses will only occur only the source’s last tagged period
terminates after the token generator's tagged period, so first we need to deter-

mine the source's state at this moment. Let us define:

A, () = the transient marginal PGF of the source’s state at the end of  'th slot

during the token generator’s tagged period
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A,(y) =the marginal PGF of the source’s state at the end of the token genera-

tor's tagged period in case Ul

Substituting the initial probability from equation (4-2) into the preliminary PGF

result in equation (2-30), we have:

kt kl
Ag) = X)) ek = (lel +szz) @-7)
o= z= c= l
] oo ) k’_ 1

A(y) = 2 Akr()’)’P'(k,) = 2 Ak’()’)’(l"a,)a, (4-8)

k. =1 k=1

Substituting p, ,, A, , into the above, we derive the following:

) (1-a)-a)B, +a 1) (1-a)1-a)B,+a -1) .

A= 2—a—x-ﬁx[(l -B+ l:—at(ﬁ:¢aj- l; *_\{(l-a:)- l‘—a,(ﬁsﬂ-a.:-l)s )] (4 9)

Let us define:
Pr(On)=Pr (the source is On when the token generator’s tagged period ends)
pr(Off)=Pr (the source is Off when the token generator's tagged period ends)

From equation (4-9) we can get the closed form expressions for the above two
probabilities as:

(I-a)) (I-a)(l-a)B+a,~1)

Pr(On)= -
O e, =B, " (T=a,8, + 2, - @ —o.~B))

(4-10)
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(1-B)  (l-a)(l-a)B,+a,-1)

. 4-11
2-a,-B)  (T-o,(B,+a,-))2-a,-B,) (4-11)

Pr(Off) =

As we have stated, cells are lost during the source's tagged periods only if the
source is On when the token generator's tagged period terminates, this is the
case for ULb and Ul.c in figure 4.2. If the source is Off when the token generator's
tagged periods terminates, no cell losses occur during the source’s tagged peri-
ods, as we show in Ula in figure 4.2. Therefore, we can derive the average num-

ber of cell losses during the source’s tagged periods as:
NpG = 0-PrOff) + Ngg . > 1 Pr(On) (4-12)

Here &, and &, are the number of time slots of the source’s and the token genera-

tor's tagged periods respectively, Npy x>« IS the average number of cell losses

when the source’s last tagged period terminates after the token generator's
tagged period, since the token generator's tagged period is geometrically distrib-

uted which has the memoryless property, we can have:

—_— e w k-1 k-1 (1-a)a
NoGu,>k, = 2, O ki—k)(l-aja’ (1-a)a, =(1—as)<lt-°f,a,) (4-13)

k =1k, =k,

So the average number of cells lost during the source’s tagged periods in case Ul

will be:

—_ (1-a)a, ( (1-a) (1-a)(l-a)(B,+a,—-1) J (4-14)

Ngg = : -
BG = (T-o)(T-a0) |2-a,~B) (1-o,B,+a,- ))C-0,-B,)



4.4.2.2 Case UIL1

From Figure 4.4, the source’s multiple tagged periods terminates at time H at
the latest in case UIL1, so we let the time interval B to G denote the duration of

the source’s muitiple tagged periods and define:

Ngy = the number of cells successfully transmitted into the network during the

source’s tagged periods
Ngy = the number of cells lost during the source’s tagged periods

When the token generator’s On period starts at time B, the initial conditions are
that the source is Off and the initial number of cells is 0, which can be described

as a;=0 and i, =0, so we have the initial probability as:

Pr(ig=0,a,=0) = 1 (4-15)

Then the initial joint PGF when the token generator's On period starts in case

UIlL.1 becomes:

0(z, o(k)) = [@(x)° = 1 (4-16)
Define:

P, ()= the transient marginal PGF of the number of cells generated by the end

of &,’th slot during the token generator’s tagged period
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P,(z) = the marginal PGF of the number of cells generated during the token

generator’'s tagged period in case UIL1

As in equation (4-4), we obtain:

v s,k s Lk
PL(2) = (Xk)QG @G| = K(k) = CiA{'+ Exhy
y:

(4-17)
- — (= .k =k k=1
P = X P @Prtk) = Y (Cay +Edg)a-ae,
k=1 k=1
Cihy . Gohy
= [l -\ a, *1 -lza')(l -a,) (4-18)

Same as in case UI, we can determine the average number of cells successfully

transmitted into the network from the above equation as follow:

Ngg = Po(2) =(l-a) Ciky ) + i-zi:'_._ ' (4-19)
an = P2z |:=1 = N\ T-7 g [-A,a,
2%,

Substituting ¢, , and 2, , into it, we get:

a_~1
(l-ul)(ﬁ_\.+2——_;x_ss](ﬁj¢a:-l) 5 s -2, +1
Neu

(1= B, +a - DI(Z-6,-B) Ta,-B,

(4-20)

Next, to determine the average number of cells lost during the source’s tagged

periods, we also need to determine the source’s state when the token generator's
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tagged periods terminates. Define:

AL (¥) = the transient marginal PGF of the source’s state at the end of k,'th slot

during the token generator’s tagged period in case UIIL.1

A,(y) = the marginal PGF of the source’s state at the end of the token genera-

tor's tagged period in case UIL.1

Substituting sub-case Ull.1’s initial PGF in equation (4-16) into equation (2-30),

we can have:

k k;
A ) = Xk = (Cnll'wzlz) (4-22)
<= z=1
- -] - -] k'-l
Ay) = DAL Prik) = Y AL -(L-a)e (4-23)
k=1 k=1
(1-B,)(1-y) (L-a)+y(1-B,)
here ¢ = ——3_ " folt = s s
ll::l 2_aS-BS -l:zl 2-aS-BS
AIL=I=BS+aS-1, l2|:=1= 1

Substituting them into the above, we obtain:

(1-B)N1-a)B +a -1} G-Bil-a)B +a ~1)
- 1 _ - s /My T s _ 5 1y T U -
Ay(y) = 2-a:-63[“ B, =B, va.- +_\{(| a)+ )] (4-24)

l-a,pB +a -1)

Define:
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Pr(On)=Pr (the sourcé is On when the token generator’s tagged period ends)
pr(off=pr (the source is Off when the token generator's tagged period ends)

From equation (4-24) we can get the closed form expressions of the above two

probabilities as:

(1-a)  (1-B)(L-a)B, +a 1)
- 4-25
Prom ((2-%-3,)"(1-a,(Bsw,—l))(z-as—ﬁ,) (4-25)
(1-B)  (1-B)(1-a,)B, +a, 1)
_ - 4-
Prot [(Z-a,-ﬁ,) (T-o,B,+a,-D)(2-a,-B,) (4-26)

For the same reason, cell losses occur only if the source is On when the token
generator's tagged period terminates, so the average number of cells lost during

the source’s multiple tagged periods will be:

Ngy = 0- Pr(Off) + N H.x,> &, (Pr)(On) (4-27)

Here ¥y . - is the average number of cells lost if the source is On when the

token generator’s tagged period terminates. Due to the fact that the source and
the token generator's geometrically distributed tagged periods have memoryless

property, this is same as in case UI which has been derived in equation (4-13).

Combining equations (4-25), (4-26) and (4-13), we obtain the average number

of cells lost during the source’s multiple tagged periods in case UIL2 as:
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(4-28)

. (l-eya,  ( (1-a)) . (1-a)(1-a)B,+a,-1)
BH = (T-a)(T-a0) |(Z-0,-B)  (I-a(B,+a,-1))(2-a,-B,)

Since cases UlI, UIL1 and UIL2 have different number of cell losses and suc-
cessfully transmitted celis during the source’s tagged periods, they will have differ-
ent cell loss probabilities during a random cycle. Next we need to determine the

probabilities for each of these cases.

4.4.3. Probabilities of cases UI, UIlL1 and UII.2

The differentiation between cases UI and Ul is that the source is On for case
UI and Off for case UII when the token generator’s initial Off period terminates. So
we need to determine the probabilities of the source’s different state at time B

when the token generator’s initial Off period terminates, seeing figure 4.1.
Define:

A, (y) =the transient marginal PGF of the source’s state at the end of 1,'th slot
during the token generator’s initial Off period
Similarly, this transient marginal PGF will be determined by the initial conditions

when the token generator’s initial Off period begins, which have been given in

equations (3-1) and (3-2) in chapter 3.

Substituting equation (3-2) into the PGF result in equation(2-30), we have:

= (Clkll' + Czlf,) (4-29)

14
-

400 = Q (s y)l = X(l,)| |
z= z=

--l
=
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Substituting ¢, , and 1, , into it, we have:

Aly) = (I—BS)(l-y)(a B l)1,4»(1—0!,)“(1-[5,)
1) = 2-a -B, "5 7S 2-a -f;

(4-30)

Define:

A.r(y) = the marginal PGF of the state of the source at the end of the token

generator’s initial Off period

Averaging with respect to the duration of the token generator’s Off period, we get:

-]
-1
Ap() = Y A ((1-BYB; (4-31)
=1
- l-a . (I'Br)(l°5:)(ax*a:_” . L-B, - (l-B,)(l-B’)(B:¢a:-l)
2-a,-B, (2-a -BI1-BB, +a -1))| - ima B, (C-a -B)i-B (B, +a -1))

Define:
Pr(UT) = pr(case Ul occurs)
Pr(UIl) = Pr(case UII occurs)

Obviously, the source is On when case UI occurs and Off when case UII occurs,

then the marginal PGF 4 .(v) can be expressed as:

Aopr(¥) = Pr(UID) +y - Pr(UT) (4-32)
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Compare equations (4-31) and (4-32), we obtain:

1-B,  (1-B)(1-B)(B,+a,~1)
—3 - 4-
Freh 2-a =B, (- -B)(1- B, (B, +a,—1)) (4-33)
I—a,  (1=B)(1-B)(B, +c 1)
= 4-34
iD= 576,25, * B=a, - BT -B,(B, + @, ~ ) (4-34)

Because the further separate cases UII.1 and UIL.2 in case UII have different
numbers of cells lost and transmitted during the source’s tagged periods, which
result in different CLPs, next we need to determine the probabilities of case UII.1

and UIIL.2. Define:

Pr(UILI/UN) = Pr(separate case UII.1 occurs given that case UII occurs)
Pr(UnL2/un) = pr(separate case UII.2 occurs given that case UII occurs)

From figure 4.3, we can see that the difference between these two separate
cases is that the token generator’s initial On period is longer than the residual
duration of the source’s Off period after time B for case UIL1 and shorter for case
UIL.2, so we can obtain these two probabilities as:

o oo 1_
Pr(UILIUL) = Pr(k,>1) = Y Prk)Pr(l) = al'(_—ag‘—) (4-35)
I =k s

=0+ 1

a(l —BS) _ l-a,
l—a,ﬁs l_arﬁs

(4-36)

Pr(UIL2/UN) = 1 -Pr(UILI/UII) = 1 -

Next, we will combine these cases and determine the average CLP during a
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random cycle.
4.4.4 The average Cell Loss Probability during a random cycle

Let us define:

N, = the average number of cells successfuily transmitted during a random

cycle
N,z = the average number of cells lost during a random cycle

As we have stated, the number of cells lost and transmitted during the source’s
tagged periods for cases UI and UII.2 is identical but different for case UIl.1, and
the number of cells lost during the token generator's initial Off period is same for

all cases, so we can define the following CLPs and determine them as:

P,,.s(1) =the cell loss probability during a random cycle in cases Ul and UII.2

P,,.s(2) =the cell loss probability during a random cycle in case UII.1

N N N
Progs(D) = =2 = __ABIBG (4-37)
Nof*Non Npg+Npg+Nge

here N5, Np; and N, have been determined in equations (3-6), (4-14) and (4-

6) respectively for cases Ul and UIIL.2.

N . Nan+Nro
Ploss(z) = ——fo— = = Ali—- BH_ (4‘38)
NogrtNon Nag+Npy+Ngy

here Nz, Ny and N, have been determined in equations (3-6), (4-28) and (4-



20) respectively for case UIL1.

Define:

P, = the cell loss probability during a random cycle

Combine equations (4-33), (4-34), (4-35), (4-36), (4-37) and (4-38) together, we

have:

Ploss = Pross(VDIPr(UL) + Pr(UIL2/UNL)Pr(UI)] + P, (2)Pr(UIL1/UI)Pr(UTI) (4-39)

As we have stated, the unforced protocol is designed to police a bursty
source’s ACR more fairly, so next we will determine the output ACR for both
unforced and forced protocols, then in the mathematical results we will compare

both the CLP and the output ACR for these two protocols.
4.4.5. The output ACR from the modified LB

Here we will determine the output ACR during one random cycle since we
have assumed that the time axis is divided into identically distributed random

cycles.
4.4.5.1 The output ACR for the unforced protocol
Let us define:

ACR = the output ACR from the modified Leaky Bucket during a random cycle
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R = the average duration of a random cycle in number of slots

Obviously the output ACR can be expressed as:

Z

ACR = 22 (4-40)

|

here N_, is the average number of cells transmitted into the network during a ran-

dom cycle which equals to the average number of cells transmitted during the
source’s tagged periods and has been derived in section 4.4.4. It has the same

value for cases UI and UII.2 but a different value for case UIL.2.

From Figures 4.2, 4.4 and 4.5, it is obvious that the average duration of a ran-
dom cycle R is different for cases UI, UII1 and UIL2, we let R, Ry, and R,

denote them respectively. From these figures we can obtain:

"
+
P
+
P
o
Q

Rys

-
-~

Where i, and &, are the average duration of the token generator's Off and On

period respectively, Ng; is the average residual duration of the source’s last

tagged period which has been derived in equation (4-14). So &, becomes:

=— 1 1 5
Rut = 1-5,* =g, * V86 (4-41)

Similarly, from figures 4.4. and 4.5, we get the following:
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= l =
Rypy =, +k+Ngy = T=p. " T=o * Ven (4-42)

= lt+k +1 +NBG =

Ry + +Npg (4-43)
S

here N is same as in case UT which is given in equation (4-14).

Then from equation (4-40), we obtain the output ACR for the cases UI UII.1 and

UII.2 respectively as:

ACRy = here N, is given in equation (4-6) for case UI (4-44)

x| 2
&=

N _
ACRy; = =L here N, is given in equation (4-20) for case UIL1  (4-45)

ACR . here N, is given in equation (4-6) for case UIL2  (4-46)

=
S
9

Substituting the probabilities of these cases as being given in the section 4.4.4
into the above, we can get the output ACR from the modified LB for the unforced

protocol as:

ACR = ACR;Pr(Ul) + ACR ., Pr(UILI/UIN)Pr(UIN) + ACR .o Pr(UIL2/UIN Pr(UID) (4-47)
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4.4.5.2 The output ACR for the forced protocol

Using the same methodology as in the unforced protocol, we can get the aver-
age duration of a random cycle for cases FI, FII.1 and FII.2 from Figures 3.2, 3.4
and 3.5 in the following:

— - -— - 1 l =
RF,=1'+k'+NBG=lTBt+m+NBG (4'48)

= l =
RFII;[ =1l +k +NBG=W+1——+NBG (4'49)

Rpppa = L+k+1,+Npg = ey 1-a,+1-as+NBG (4-50)

here Ny is the average residual duration of the source’s tagged period after the

token generator's tagged period, which is same for cases FI, FII.1 and FII.2 as

given in equation (3-17).

Then the output ACR for the cases FI, FII.1 and FII.2 can be obtained as:

ACRp = =28 (4-51)
Rey

—

ACRppy, = === @-52)
Rerra
—

ACRpyp = === (4-33)
Rerr2
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here N, is same for cases FI, FII.1 and FII.2 too and is given in equation (3-20).

Substituting the probabilities of these cases which have the same value as in the
unforced protocol, as we have determined in section 4.4.4, we can obtain the out-

put ACR from the modified LB for the forced protocol as:

ACR = ACRp Pr(FI)+ ACRE ;.| Pr(FILUFI)Pr(FIl) + ACR ;.o Pr(FILYFIL)Pr(F1I) (4-54)

Next, we will give the mathematical results for the unforced protocol and com-

pare it with the forced protocol.
4.5 Numerical Results

In this section, we present numerical results for the average CLP and the out-

put ACR.
4.5.1 The average CLP during a random cycle

Equation (4-39) gives the average cell loss probability during a random cycle
under the unforced protocol. Together with equation (3-23), we compare the aver-

age CLP for the unforced and forced protocols in Figure 4.6.

We can see that the unforced protocol always gives a lower CLP than the
forced protocol, because it allows the source’s multiple tagged periods to be suc-
cessfully transmitted into the network during a random cycle. We also notice that

when ¢ has lower values, the unforced protocol gives different CLPs for different
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Figure 4.6: The Comparison of the forced and unforced protocol when Bs=0.7 and Bt=0.4

values of the token generator's On parameter a,, but the forced protocol gives

closed CLPs. This is because the different durations of the token generator’'s
tagged On period can host different number of the source’s tagged periods in the
unforced protocol, so the number of celis transmitted into the network would be
different. On the other hand, the forced protocol only allows cells to be transmitted
into the network during the source’s single tagged period no matter what the dura-

tion of the token generator's tagged period is.

Another phenomena in the figure is that the CLP will reach a minimum value

as we increase the source’s On parameter o , after this point the CLP will
increase again, this is more obvious for the forced protocol. Because when a, is

increased from a lower value, the number of cells transmitted will increase much
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faster than the number of cells lost. As a, reaches a certain value, the source’s

tagged period becomes too long so the number of cells lost during the residual
duration of the source’s tagged period after the token generator’s tagged period
will increase fast, leading the CLP starts to increase. (This can also be observed

from the following Table 4.1).

Table 4.1 shows more details of the comparison of the forced and unforced

protocol. It is composed of 5 groups of data, in each group «,, B, and B, are same

but o is different. We make the following observations:

1). When g, is increased while keeping everything else constant, the number

of cells lost is increased for both protocols, this is because the token generator’s
Off period is longer so cell losses during this period will also increase. For exam-

ple this may be seen from the comparison of the CLPs in rows 1 and 6.

2). When p_ is decreased with everything else being kept constant, the num-

ber of cell losses increase for the forced protocol, because the source has a
shorter Off period so the number of cells lost during the token generator's Off
period is increased, the number of cells transmitted is not affected because the
source’s tagged period is same. For the unforced protocol, on the other hand, the

number of cells transmitted is increased by the decrease of B, because the

source’s shorter Off periods enable more tagged periods to be hosted during the
token generator's tagged period so more cells are transmitted. This may be seen

from the comparison of CLP resuits in rows 1 and 11.
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Table 4.1: The Comparison of the forced and unforced protocol

Row] The source 2:;;‘:2: Forced Protocol |Unforced Protocol
# Jos | Bs : -la‘ o | B T-%, N N CLPy ¥~ Ny CLP
1 10910710 09|04 |10 J7.5 |3.25{0.2917.5 [2.0 [0.20
2 J08{07}|5 0904)10 4.5 |1.1.4/0.20060 |1.2 {0.17
3 40707133409 |04]| 10 J3.2 |0.77|0.19150 [0.91]0.15
4 1060725109 |04]|10 §24 [(0.64]|0.21§J43 |0.75]0.15
5 J05/07|20§09{04 |10 20 [0.15({0.2243.8 [0.66]0.15
6 109[{07]10 J09 07|10 J7.5 |42 [0.36§7.5 [3.0 [0.29
7 0810750090710 J4.5 {20 |0.31§6.0 (2.1 [0.26
8 §07(107|33}09(07}10 J3.2 [1.6 [0.33§5.0 |1.7 [0.25
9 106{07{25§09(0710 j24 |13 ;0.36§43 |14 [0.25
10 §05|07120409|07 )10 §J20 {12 |0.3813.8 [1.3 |0.25
11 40905110 0904 (10 7.5 |3.48/0.32]18.23 |1.83{0.18
12 008} 0550109 {0410 45 |146(0.2547.11 [1.36{0.16
1340710533109 /04] 10 j3.2 [1.07|0.2506.25 [1.14]0.15
14 106 05)25409 |04 |10 §24 |094(0.28056 [1.01|0.15
15305)05;20409 |04 10 §J20 [0.87{0.31]50 [0.92]0.15
16 J09] 07| 10 J0.95| 04 | 20 §89 [1.73]0.16]J14.6 [1.5 [0.09
17 J 08| 07| 5.0 §0.95( 04 | 20 J4.8 (0.80{0.14]119 |10 [0.07
18 §0.71 07| 33309504 |20 3.3 |0.65(0.16]10.0 [0.77(0.07
19 §06| 07| 254095 04|20 J2.5 [0.59/0.19]8.6 |0.67]0.07
20405107 20}1095{ 04 (2 §2.0 |0.55{0.22J7.5 |0.60]/0.07
21 §09| 07| 10 §J0.99| 0.4 [ 100 §9.9 |0.73]0.07f75 [0.87]0.01
22 108} 0.7 5.0}0.99| 0.4 | 100 §5.0 |0.63|0.11§J60 |0.70]0.01
2310707 3.3 §0.99| 0.4 (100 §3.3 |0.60/0.15§50 {0.63]0.01
24 106 0.7{ 253099 0.4 [ 100 §2.5 10.57/0.19§43 [0.60|0.01
2540507204099 04 |[100 §2.0 |0.54|0.21§37 [0.56[0.01

3). When q, is increased, the number of cells transmitted increases and the

number of cell losses decreases for both protocols, because the token generator's
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longer tagged period allows more cells being transmitted and less cells being lost.

We also notice that the forced protocol limits the number of cells being suc-

cessfully transmitted during a random cycle to a burst of the source even when o,

is very high. For the unforced protocal, it can transmit multiple tagged periods of

the source, so the number of cells transmitted increases dramatically as «, is

increased to give a longer token generator's tagged period. From the results in
row 21 in the table, it can be seen that 75 cells can be transmitted with the
unforced protocol and 9.9 cells can be transmitted with the forced protocol, while
the average durations of the source and the token generator’s tagged periods are
10 and 100 time slots respectively. This will result in different output ACR as we

will present in the next section.

4). When «o_ is decreased, the number of cells transmitted in the forced proto-
col is decreased much more dramatically than in the unforced protocol when a,

has a higher value, as may be seen from the results of row 21. Because a shorter
tagged period of the source causes much less cells being transmitted in the
forced protocol. But in the unforced protocol, multiple tagged periods can be

transmitted, so the decrease in the number of cells transmitted is slower.
4.5.2 The output ACR during a random cycle

Equations (4-47) and (4-54) give the output ACR from the modified LB during
a random cycle. To compare the effectiveness of the forced and unforced protocol

in terms of policing a source's ACR, first we need to determine the source’s ACR.
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A geometrically distributed bursty source’s ACR can be expressed by:

k. 1- 1-
ACR = % _ 6 (4-55)

Here k_ and i_ is the average duration of the source’s On and Off period respec-

tively.

From equations (4-47), (4-54) and (4-55), we obtain the following figure 4.7.

0'8 T T L] t 1] T T

the unforced protocol’s throughout ACR

 eeithe forced protocol sthroughout ACR

o
3

The Average Cell Rate
o o
w 'S
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TR source’s parameter as

Figure 4.7: The comparison of the throughout ACR for forced and unforced protocols
wh en S=

Obviously, the unforced protocol achieves a higher output ACR than the
forced protocol, which tracks closely the source’s ACR when the token generator’s

parameter «, is chosen to have a higher value, for example 0.99. As we can see,



the forced protocol has a much lower output ACR fer a more bursty source which
has a lower ACR, on the other hand, the unforced protocol can provide a very

closed throughout ACR for all sources if «, is selected to have a high value, this

indicates the unforced protocol’s effectiveness on policing a source’s ACR.

As a summary to the above numerical results, we can see that for a given pair

of the bursty source’s parameters «_ and g, a token generator's higher «, and
lower g, parameter values will give a lower CLP and a higher output ACR for both

forced and unforced protocols, while the unforced protocol always performs better
than the forced one. When the source is very bursty with a lower ACR and a lower

o, value, the token generator’s higher «, and lower g, values still can give a very

good result of CLP and output ACR under the unforced protocol, while the forced
protocol does not perform well with this type of sources. This is because the
unforced protocol gives the source the opportunity to transmit muitiple bursts into
the network while the forced protocol only allow the source’s one burst being

transmitted during a random cycle.

As a conclusion to the above analysis and observations, the modified LB can
police a bursty source’s PCR since tokens are generated at the same speed as
the source’s PCR. To police a source’'s ACR, the token generator's parameters

«, and B, have to be properly chosen. Because of the statistical distributions of

the source and the token generator's On and Off periods, we cannot simply

choose them as identical as the source'’s o and B, . But eventually a set of a, and
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B, can be reached depending on the value of « . and B_ to police a source’s

ACR. Compared to the forced protocol, the unforced protocol can better realize

the modified LB’s objective of policing a source’s PCR and ACR simultaneously.
4.6 The advantage and disadvantage of the unforced protocol

As we have stated, the unforced protocol can police the ACR more fairly, this is
the advantage of the unforced protocol, which achieves the promise made for this

protocol.

But there is a trade-off in the unforced protocol. As we can see, during the
token generator’s tagged period, the source may alternate between On and Off
states. When the source is Off, no cells are generated, but the token generator still

generates tokens and these tokens are wasted.

Next, we will propose Compensation Protocol to take advantage of these
wasted tokens. We will also give the comparison of the modified LB to a traditional

LB.
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Chapter 5

Compensation Protocol and Comparisons

5.1 Introduction

In chapters 3 and 4, we have determined the average cell loss probability dur-

ing a random cycle under the forced and unforced protocols.

As we have described, during a random cycle, when the token generator first
makes a transition from Off to On, the source might be On or Off. If the source is
Off at this moment, tokens will be wasted until the source becomes On. In the
unforced protocol, during the token generator's tagged period, the source might
be Off, so some tokens would be wasted too. These wasted tokens imply that the
network resources which have been assigned to this source is not effectively

used.

In order to take make use of the network resources assigned to the source, in
this chapter we propose Compensation Protocol which operates in two random
cycles. In the first part of this chapter, we will describe this protocol and perform
the CLP analysis. Since the unforced protocol would make the mathematical anal-
ysis for the compensation method untractable, here we will only discuss this com-
pensation method under the operation of the forced protocol in each random cycle

(which has been described in Chapter 3).

The second part of this chapter is devoted to comparisons. First, we will com-
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pare the three protocols in our modified leaky bucket mechanism, i.e. the forced,
unforced and compensation protocois, then we will make a comparison with a tra-

ditional leaky bucket mechanism, which has been studied by Hluchyj et al. in [9].

5.2 Description of the Compensation Protocol

As we have stated, in this thesis the compensation protocol will obly be dis-
cussed under the operation of the forced protocol, so the definition of a random
cycle will be same as the one described in the forced protocol in section 3.2. The
following figure 5.1 shows the compensation protocol which is designed to oper-

ate in two random cycles.

_ *1 9 * ok * ok
1. 1 Lo
A S G #_[ | I_l__|_+J_|K_'L_ the token generator
I - tIIE» ->'th<-- l l -l U - |
_l | v N N I
| ! l—l [ | I | | )
: : urce: Cl
A IB C —— b l I the source: case
jt - - - - - S X Ly Fo-sd----- I I
First Iiandom Cycle | Second l?andom Cycle I |
I |
|

I
I
|
I
| the source:case Cll
G I

1 Fr A 2

First Random Cycle Second Random Cycle >

Legend: A, B ...L: the time points that the token generaotr or the source changes state
*: the time points that the token generator is forced to change state

Figure 5.1 The Compensation Protocol in Two Random Cycles
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Depending on the source’s state when the token generator's tagged period
starts and terminates in the first ransom cycle, there exist three scenarios which
cause waste of tokens, they are shown as cases CI, CII and CIII in Figure 5.1.

Below we describe the compensation protocol in respect to the two random

cycles:

(i). During the first random cycle: when the token generator first makes a
transition from Off to On at time B, the source’s state might be Off (in case CI and
CI) or On (in case CII), thus tokens generated during the interval B to C are
wasted in cases CI and CIII, which is presented by ¢1. When the source’s tagged
period terminates at time D in cases CI and CII during the token generator's
tagged period, the forced protocol will operate to force the token generator to
change to the Off state at time D and next random cycle starts. But the token gen-
erator would remain On until time E according to its statistical distribution, as a

result some more tokens would be wasted, which is presented by 2. So we have:

In case CI: (s1+:2) tokens are wasted before and after the source’s tagged

period in the first random cycle.

In case CII: 12 tokens are wasted after the source’s tagged period in the first

random cycle.

In case CIII: ¢/ tokens are wasted before the source’s tagged period in the first

random cycle.

(ii). During the second random cycle: in order to take advantage of these
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wasted tokens, we will implement a compensation operation in the second ran-

dom cycle which is described as below:

(ii.1). If the source’s tagged period terminates during the token generator’s
tagged period, i.e. at time H as shown in case CI, then the token generator
will be forced to change to Off state at H and next random cycle starts

immediately. This is the same operation as used in the first random cycle.

(ii.2). If the source’s tagged period is longer than the token generator's tagged
period as shown in cases CI and CIII, then the token generator's tagged
period is forced to extend an extra ¢=t1+t2 time slots. i.e. from time | to K,

then:

if: the source’s tagged period terminates during these extended time
slots as shown in case CII at time J, then the token generator is forced to

become Off too at time J and thenext random cycle starts immediately;

if: the source’s tagged period terminates after these extended time
slots as shown in case CIII at time L, then the second random cycle ter-
minates at time L and the next random cycle starts immediately. From

time K to L the token generator is not allowed to become On again.

From the above description, we can see that the compensation protocol differs
from the forced protocol only in the second random cycle, in which it extends the
token generator’s tagged period for a certain time slots, which equals to the num-

ber of tokens wasted in the first random cycle. Next, we will determine the average

88



CLP of this compensation protocol during two random cycles.

5.3. Analysis of the Cell Loss Probability

Referring to figure 5.1, we let the time interval A to F denote the first random

cycle, and the interval F to L denote the second random cycle. So we define:
N 45 = the number of cells lost during the token generator’s initial Off period in
the first random cycle

N gr = the number of cells successfuily transmitted into the network during the

source’s tagged period in the first random cycle

Ngr = the number of cells lost during the source’s tagged period in the first

random cycle

N = the number of cells lost during the token generator's initial Off period in

the second random cycle

Ng, = the number of cells successfuily transmitted into the network during the

source’s tagged period in the second random cycle

Ng. = the number of cells lost during the source’s tagged period in the second

random cycle

¢, = the average number of tokens wasted before the source’s tagged period

starts during the token generator’s tagged period in the first random cycle

t, = the average number of tokens wasted after the source’s tagged period ter-

minates in the first random cycle
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¢ = the average number of tokens wasted in the first random cycle

Jjs=the number of time slots of the source’s Off period
J, = the number of time slots of the token generator's Off period

Same as the analysis in section 3.2.3, we can obtain:

-1 (1-a)a,

- a——— k‘-l k‘
Nofk>e = D 2 tek)(-0pa " (-a)a, " = geasroos

k, =1k, =k,

Prik;>k) = Y ) Pr(k)Pr(k,) =
ko= lk, =k

l—at

l—a,as

2
(l-a) o,

&BF=O'Pr(kSSk[)+NBF-k;>k;Pr(k5>k1) = 2

(1- as)(l —asat)

2 2
— (l—asat) -((1-a,) - o)

Noo=k -Nae = 1t =
Npp=k;=Ngp = y—o -Npr = 3
s (l—as)(l—asa,)

(5-1)

(5-2)

(5-3)

(5-4)

From figure 5.1, we can obtain the average number of tokens wasted during the

first random cycle as:

— -1 (1-B)B
1= 2 Z U= i =B (1 -B e, = (B =By
=1

J:"jt

- e - k- -1 (1-aj)a
f = 2 Z k(1 -e)e, T - =(1-0:,)(1S-o:’,¢:z$)
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(5-7)

From the operation of the compensation protocol in the second random cycle, we

can obtain the average value of N, as:

—_— & - ) k-1 k-
NGLk >k +i = E 2 (kg—k,-H(l-a)a ’ (1-a)a,

e = lk: =kr+i
_ (1 -a,)ai( o :
_(l—asa,)kl—a:—‘ (5-8)
) = = (1 -a,)af_
Prik,>k +i) = Y 2 Prik)Prik,) = ————= (5-9)
ko= lk,=k+1i bs

NGp = 0-Pr(k <k, + D+ Npg g 5 4+ i(Prik >k, +1))

2 2
(l-at) as'( (o1

2 i) (5-10)

21—
(l—asat) k s

(1 )2(12?(

JRE— _— -_— 1 —(1, s aS .

No =k -Ngp = - -:) (5-11)
GL s 1-a, (l—asa,)zkl'as

Define:

N,, 1 = the average number of cells successfully transmitted during the first

random cycle

Nog1 = the average number of cells lost during the first random cycie
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N,, 2 = the average number of cells successfully transmitted during the sec-

ond random cycle
N, .2 = the average number of cells lost during the second random cycle

From figure 5.1, we have:

Non 1 = Ngrp (5-12)
Nopr1 = Nag+Ngp (5-13)
Non2 =Nt (5-14)
Norf2 = Neg+Ngr (5-15)

Here ¥ ,5 and N are the average number of cells lost during the token gen-

erator’s initial Off period in the first and second random cycle, which are same as

being given in equation (3-6). Let us define:

P,,ss = the average cell loss probability during two random cycles for the com-

pensation protocol

Combine equations (3-6), (5-3), (5-4), (5-10), and (5-11) into above, we have:

Ploss = Noff 1 * Nopy.2 (5-16)
oss
Non, 1 +Non,2+Noff,l+Noff.2

5.4 Numerical Results

From equation (5-16) and the results obtained in previous chapters, we can
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obtain the following figure 5.2 as a comparison of the three protocols in the modi-

fied leaky bucket mechanism.
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Figure 5.2 The Comparison of the three protocols when Bs=0.7 and Bi=0.4

Obviously, the compensation protocol has a lower cell loss probability than the

forced protocol, especially with a higher o, because a higher « gives the source

opportunity to take better use of the wasted tokens in the second random cycle.

As expected, the unforced protocol! still gives a lower CLP than the compensa-
tion protocol because of its ability to transmit multiple tagged periods of the source

during the token generator’s one tagged period.
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5.5 Comparison of the modified leaky Bucket with the traditional

leaky bucket mechanism

In [9], Hiuchyj et al. have performed analysis on the traditional Leaky Bucket
algorithm for bursty sources using the fluid-flow traffic model. Closed-form expres-
sions were derived that relate the LB parameters (token generation rate R and
bucket size B) and the bursty source characteristics to the cell loss probability and

the queueing delay caused by the LB.

As we have described in section 2.2.2, the modified leaky bucket is designed
to police a bursty source’s PCR and ACR simultaneously, this is the first advan-
tage over a traditional LB because a traditional LB can either police a source’s
PCR or ACR, but not both at the same time. Secondly, since no cell buffer and
token pool are designated in the modified LB mechanism, thus no cell delay
occurs. A traditional leaky bucket needs either token pool or cell buffer, or both to
achieve its performance, as a result cells are delayed before being transmitted
into the network. Therefore, the modified LB performs better than the traditional

LB in terms of delay and it is more appropriate for real-time traffic sources.

Next, we will compare performance measurement of the cell loss probability

between the modified LB and a traditional LB mechanism.

5.5.1. Hluchyj’s mathematical resuits

Under the assumption that a bursty source’s On and Off periods are exponen-
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tially distributed, Hluchyj et al. performed the analysis, in which y denotes the

source utilization, L denotes the average number of cells during an On period,

and o denotes the leaky bucket load. Here:

_ average cell rate 17
v= peak cell rate . (5-17)
0= average cell rate (5-18)

average token rate
Based on these notations, the following result was obtained in [9]:

E(B+ M)

(P-Y)(1-p)e
Pioss = (5-19)
_ _P-Y &(B+M)
p(1 Y)(l I—y° )

here Band M are the token pool size and the cell buffer size respectively and & is

e =5 1p-( ; )‘(g)_y) in which L is the average number of cells generated during a

bursty source’s On pericd.

From equation (5-19), we obtain the following figure 5.3, which shows:

1). a lower leaky-bucket load p will give a lower CLP under the same y and

(B+ M) , because a lower p means the token rate R is close to the source's

PCR, so more tokens are generated to give a lower CLP.

2). a lower source’s utilization y will introduce a higher CLP under the same p,
especially when p has a higher value. This is as to the expectation because

alower y means a higher burstiness, a higher p means the token generation
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rate R is closer to the source’s ACR, obviously this will give a higher CLF.

]
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The Average Cell Loss Probability
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%he lea‘ky Bucket's Ioag p

Figure 5.3 The traditional LB with different token pool and cell buffer
3) The traditional Leaky Bucket achieves a better performance through buffer-

ing more cells and tokens, i.e. the utilization of a higher (8+ M) value will

give a lower CLP under the same y and p, but this will introduce a higher cell

delay. There is a trade-off between the cell loss probability and the cell delay.
5.5.2 Comparison of the modified LB with the traditional LB

As we have stated, the modified LB is more suitable for real-time sources since
it does not introduce cell delays. Meanwhile it is also more appropriate for very
bursty sources, which transmit cells at a high PCR during a very short active

period. According to Hiuchyj's notations, these sources have a lower source utili-

zation parameter y.
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On the other hand, as figure 5.3 shows, a traditional leaky-bucket introduces a
higher CLP when y has a lower value, this means the traditional LB doesn’t per-

form very well with very bursty sources. So in the following we will compare our

modified LB with the traditional LB mechanism especially for very bursty sources

which have lower y values. We will use y=0.01 in the following comparison.

Since our analysis is based on the discrete-time model, we need to transfer
the parameters of our modified leaky bucket into the parameters y, p and L as in

Hiuchyj's model shown below:

y = 3verage cell rate _ average On duration S e Bs (5-20)
peak cell rate average On +average Off duration 2-q s B B
o = average cell rate _ 1-B, (5-21)
" average tokenrate” 2—a, - B,
L= (5-22)

Then we can convert the parameters in our discrete-time model into the follow-

ing expressions:

@, = 1_% (5-23)
- Y -
BS“'L—L-Y (5-24)

(1=
@, = 2-p,- 22 (5-25)

Substituting them into equation (4-39), then we can obtain the following figure
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5.4 from equations (4-39) and (5-19) to compare the unforced protocol of the

modified LB with the traditional LB.

-
o
)
N

Cell Loss Probabllity
°
[3

[3

-
(=]

Figure 5.4 The Comparison of two Leaky Bucket when y = 0.01

As expected the modified LB is more suitable for real-time sources since this
type of traffic is not suitable for buffering. From Figure 5.4, the traditional LB
achieves a better performance through buffering. When there is no buffering or

even for small-size buffering, the modified LB performs better than a traditional

LB.
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Chapter 6

Conclusions and Further Research

6.1 Conclusions

In this thesis, we have proposed a new dynamic Leaky-Bucket mechanism in
order to police a bursty source’s PCR and ACR simultaneously with a single LB,

while also eliminating cell delays caused by the traditional LB.

Motivated by a bursty source’s geometrically distributed On and Off periods,
we have designed a two-state token generator with geometrically distributed On
and Off periods. As tokens are generated at the source's PCR during the token
generator's On pericd (so to police the source’s PCR), cells generated by the
source will immediately obtain tokens and be transmitted into the network. There-
fore we will not need a token pool or a cell buffer, as a result no cell delay is intro-
duced in this mechanism. We have also shown that the modified LB can police the
source’s ACR at the same time by properly choosing the token generator's On and

Off periods based on a source’s statistical characteristics.

We have derived a closed-form expression for the average cell loss probability
in this modified LB system. Numerical results have shown that this dynamic LB
mechanism is more appropriate for real-time traffic and very bursty sources which
have very low source utilizations than the traditional LB, in terms of the cell delay

and cell loss probability.
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6.2 Further Research

This work could be further developed in the following directions:

- Since no token pool exists in the modified leaky bucket, the cell loss probabil-
ity is pretty high for some sources. This could be improved by storing and re-
using tokens which are wasted when the token generator is active but the

source is inactive, then analyze the average CLP for a longer time interval.

- Adjust the two-state token generator’s statistic parameters to obtain a more
effective policing function for a certain types of bursty sources. This can be
achieved by adjusting the token generator’s statistical behavior-based on the

source’s behavior.

- Perform a simulation to measure the cell loss probability and cell delay while

a token pool and a cell buffer have been added to the modified LB.
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Appendix A

Analysis of the average CLP while the token
generator’s parameter ., is variant

In this appendix, we will analyze the CLP under the forced protocol with a

variant token generator's parameter «,, this analysis is parallel to that of chapter

3. First, we describe why and how to vary «,.

A.1. The motivation to vary ¢,

As we know, the bursty source and the dynamic token generator's On-Off
distributions are independent of each other, so long bursts of the source may
coincide with the token generator's long On periods. As a result, a large number
of cells generated by these long bursts would be transmitted into the network.
The admission of long bursts places a heavy burden on the resources of the
network. Therefore, we would like to reduce the possibility of transmitting the

source’s long bursts into the network.

We will assume that during a source’s tagged period, cells generated during
the first K time slots are conforming cells, and cells generated after these K slots

are violating cells. Obviously, if the token generator's On parameter o, is

constant, it will have the same possibility to stay at On state before and after

these K time slots, so the source’s conforming and violating cells will have the
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same possibility to be admitted into the network, as shown in following Figure

A1,

1| 2, T | k|k+1}'—'| i' L__  The Token Generator
Ot Cle Ol Ot 0 X

* * * * + H'I\ ’1\ IT\ ¢ 4\ L The source'’s cells

<3 - - conforming cells o< violating cells . =

Legend:
#: the number of token generator’s continous On slot
CLt: the token generator’s constant On parameter

Figure A.1: The constant token generator's parameter a,

Since transmitting tagged periods longer than K time slots are not desired,

this may be achieved by reducing the token generator's On parameter o, after

slot K. In the next section, we will show how to vary «, to achieve this objective.

A.2 How to vary ¢,

As we have stated, the cells generated during the initial K slots of a source's
tagged period is referred as conforming cells and the ones after these K slots as
violating cells. The objective here is to keep the probability of transmitting

conforming cells at a constant level, while reducing it for violating cells. So the

token generator's On parameter «, should be kept constant for these K time

slots for transmitting the conforming cells with the same probability. After these

K slots, o, should be decreased dramatically to give violating cells less
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possibility to be transmitted. Based on this strategy, we vary «, as follows.

First let's define:

o (i) =the probability that the token generator will stay at On state during the

/th time slot given that it is active during the previous siot

In this thesis, we vary o, (i) as:

a i<k
o) = oK+ (A-1)

i>K
In the above equation, a, and Kk are two constants which should be deter-

mined at the service negotiation phase. The value of x represents the number of

time slots during which the token generator's parameter «,(i) has a constant value

a,. Thevariant « (i) is shown in following figure A.2.

f_ K slots _»I '__— i’th slot
T Tef2 =17 [-==-

a

~w
~w
|
»
+
—

Figure A.2: the token generator's parameter «,(i)

According to equation (A-1}, « (i) is a constant within the first k time slots dur-
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ing the token generator’'s On period to give the source a fair chance to transmit its

conforming cells into the network. After these k slots, «,(i) will be geometrically
decreased as «, is a constant less than 1, the token generator will have a less

chance to stay at On state during the next time slot, thus to give the violating cells
less possibilities to be transmitted into the network. The longer the source’s burst
is, the more violating cells may be generated, the less possible for these violating

cells being transmitted.
Define:

Pr(k,) = Pr(the number of time slots of the token generator’s On period is k,)

From equation (A-1), it is easy to get the probability distribution of the token gen-

erator’s On period in the following equation:

’ (t-ayo! k, <K
(l—arz)atK k, = K+1
Prk) =1 , « (A-2)
>
@i=? (l—af'—K+l)-a:( k 2K +2

Next, we will use the preliminary PGF results obtained in chapter 2 to
analyze the average CLP during a random cycle with such a variant (i) , which

is in parallel with the analysis of the constant parameters in section 3.4.
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A.3 Analysis of the CLP during Random Cycle

As has been described in section 3.4.3, we can analyze all cases together in
the forced protocol because the source and the token generator's geometrically
distributed On periods have memoryless property, which enables us to consider
the token generator's and the source’s tagged periods start simultaneously, this is

shown in figure 3.6.

But in this section, the variant parameter o () makes the token generator's On

period no longer geometrically distributed, as may be observed in equation (A-2).
The probability distribution of the token generator's tagged period doesn’t have

memoryless property any more.

Therefore, as figure 3.2 shows, case FII.1 cannot be treated together with case
FI, because the source’s tagged period starts at time C after the token generator’s
tagged period has started at time B, from time C on, the residual time distribution
of the token generator's tagged period is different from its original distribution. So
we cannot consider that the token generator and the source’s tagged period start

at the same time when we consider case FII.1.

On the other hand, since the source's tagged period is still geometrically dis-
tributed with the memoryless property, so we can still consider that the token gen-
erator and the source’s tagged period start at the same time in case FI. and FII1.2,

we still can analyze them together in this section.



In the following, we will present the analysis on case FI (case FII.2) and case

FII.1 separately.

A.3.1 The average umber of cells lost during the token generator’s initial Off

period

Since the parameter of the token generator's Off period is not changed, so the
number of cells lost during the token generator’s initial Off period (from A to B) is

same as been given in equation (3-6), this is identical for all cases.

A.3.2 The average CLP during a random cycle

As been explained in chapter 3, we need to analyze case FI(FII.2) and case

FII.1 separately.

A.3.2.1 Case FI (and case FII.2)
Refer to figure 3.2, we define:

Nz = the number of cells transmitted during the source’s tagged period

Ngc = the number of cells lost during the source'’s tagged period

As in section 3.4.3, we can obtain the average number of them as:

NpGk,>k) = O, O, (ky—k)-Pr(k)-Pr(k,)
k,=lk, =k,
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X & k-1 k-1 hnd k-1 X
= 2 2 (kg=k)l-aja’ (l-aja,’ + Z (k,=K+1)(1-a)a " (l-cx‘z)u,
=k

k = 1k, k,=k+l

t-K

.. >

k-1 k-K+ly g =
+ Y Y @, -kp-aje (1-«:‘ i )u, a,'"?
k= K+2k =k

z X !l K = (k,-K) +k,-K
“"“x)“:["(ax“x)K] (“":,)“:(“:“:) a o, =K+l — 3 k-k
- . : Y (1-a5 e ofF (A-4)
- (1-a)(l-aa) (I-a) (1-a) 4 4 5
k~-k=2

!

Prk,>k) = Y Y Pr(k)Pr(k)

k, =1k, =k,
=(1 —a,)l{:::,a,)x) +(¢:a‘)x(l _a;.') mf-zk' é:«* ;:,- l(l _af,-pn 1)(:'-—2“3 (A-5)
NpG = NpG.i, >k Priks>k,) (A-6)
Vi = k=Fi = =5~ Fac (A-7)
Define:

N,, = the average number of cells successfully transmitted during the random

cycle

1Vo7f = the average number of cells lost during the random cycle

P;,ss(1) = the average CLP during a random cycle in case FI (and case FII.2)
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Combining equations (3-6), (A-6), and (A-7), we obtain:

on = Npg (A-8)

Noj}‘= NAB+NBG

(A-9)
N
Ploss( 1) = =L (A'1 0)
on™t Nojf
A.3.2.2 CaseFlIl1

Let us review case FII.1 in the following figure A.3:

—_ k

the token generator

' ]
A the source: case FIL1
A B h G
Legend:
ks, kt : the number of time slots of the sourc’s burst and the token generator's On period
Is: the number of time slots of the source’s Off period

Figure A.3: Case FII.1

Since the probability distributions of ks, I, and &, are independent of one another,

we can get the average number of ¥ as the following:

o o0 oo

NBGh>k~1,= X 3 3 k=(k—1)IPrtk)Pr(k)Pr(L) (A-11)
L=Vk=lk=Fk-I

4

Ngg = NBG.L-,>I:,-I,P’(",>L‘,-1_,) (A-12)
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Here pPr(k,) is given in equation (A-2). The constant k in Pr(k,) is defined to repre-

sent the number of time slots during which the token generator has a constant

probability «, to stay in On state during the next time slot given it is On in the cur-

rent slot. The value of x should be determined at the connection set-up phase.

Substituting equation (A-2) into (A-11), we will have two equations depending on

the different value of k:

i). For k = 1, we have:

Z
—_— (1-B)a, _ _
NBG.k,>k,-1 {T-e,)(a, -B)(l a’)a(a -8+ 2 ( k.)(a‘k, l_ xl:, l)
k=3
(1-Bae(l-a ) B, & L+ _ o
N S(ls—c:s) 1 (l—a)(a _ )Za ? (l—a,“l)(asj—BS’)

here j =k, -1

ii). For k22, we have:

NBG.k,>k,~1, = ] (:, )?a)a_a )Lz (1-e)a, "l(usk"l-psk’_l)¢(l-af)a'K(a:x_B:x)]

l,-‘

(1-B)a = & K*zi k k-1

- —K+1 < -1 -

+ e k ‘ZK*,(l—al )e: (a7 -8,"")
=K +2
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K K
(1-Bja, r a.a - (a.a) B.a, - (B;a) pa K
a '“s)(“:'px)l.“—a'). 1-a,q, -(1-a,) -B.q, +(l—a‘,’)((a’al) —(u"B:)K)

] (i U e (A1)
Here m = k_-k.
In this Appendix we assume that k>2.
For the same reason as in the last section, we get:
NG = k;-Npg (A-15)
Define:

N,.» = the average number of cells successfully transmitted during the ran-

on,

dom cycle
”Tff: = the average number of cells lost during the random cycle
P,,.s(2) =the average CLP during a random cycle in case FII.1
Combining equations (3-6), (A-12) and (A-15), we have:

Non = Npg (A-16)

Naf=NAB+NBG (A‘17)
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N
Prons® = ot (a-18)

Next, we will combine case FI (FII.2) and FII.1 together to obtain the final aver-
age CLP during a random cycle for a variant token generator's parameter o (i).

A.3.2.3 The Average CLP

In section 4.4.3, we have derived the probabilities for cases UI and UII, which
were given in equations (4-33), (4-34) respectively. Cases FI and FII have the
same probability distributions as UI and UII since the token generator’s initial Off
period is same for both forced and unforced protocols. FII has two further sepa-
rate cases FIL.1 and FII1.2, which have different CLPs in this section, so we need to

derive the probabilities of these two separate cases here.

Define:
Pr( Fll.1)=pPr(case FII.1 occurs given that case FII has occurred)
Pr( FI1.2)=Pr(case FII.2 occurs given that case FII has occurred)

From figure 3.6, we can get:

Pr(FIL1) = Pr(k,>1) = > Y Pr(k)Pr(l) (A-19)
=1k =1+1

Pr(FI1.2) = 1 - Pr( FIL.1) (A-20)

Define:
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pP,,., = the cell loss probability during a random cycle

Then combining equations (4-33), (4-34), (A-10), (A-18), (A-19) and (A-20)

together, we get:
Ploss = Pros(V)IPr(FI) + Pr(FI)Pr(FIL2 )1+ P, (2)Pr(FI)Pr(FIL1 ) (A-21)

Equation (A-21) gives the average CLP with a variant token generator's

parameter o (i), and in the following figure A.4 we plot together the cell loss prob-

ability of constant and variant token generator's parameter o, (i)

o8 T T ‘ T " T ! T T
: : : . : B : N AI-'
N B B B /
.=.. variant ou(i)

0.6 NN s e - =
g
a 0.5+ .
g
g
<

0.3 -

0.2+ -

0.1 ] 1 L 1 L 1 2

0 O: 1 0.2 0.3 0.4 0;5 0.6 0.7 0.8 0.9 1
The source’s parameter os

Figure A.4: Comparison of the constant and variant a,(i) when B . = 0.95, B,=08 and K =5

(Note: the infinite summations in equations (A-4), (A-5) and (A-14), we have

continued to add terms until the deviation is smaller than 1.0E-5.)



We can see that the variant token generator's On parameter a (i) gives a
higher cell loss probability than the constant parameter a, . When the source’s On
parameter o has a low value, the source generates mostly short bursts, the CLPs

are very closed for the constant and the variant token generator's On parameter,

this is reasonable because the variant parameter (i) is designed for policing the

source’s longer bursts.
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Appendix B

Analysis of the unforced protocol while the token

generator’s parameter ., is a variant

As in Appendix A, here we will perform a parallel analysis on the unforced pro-

tocol with Chapter 4, which deals with the variant token generator's parameter

at(i) .

We use the same « (i) as described in Appendix A to determine the perfor-

mance of the unforced protocol. The unforced protocol is same as the one we
have described in chapter 4, except that the probability distribution of the token
generator's On period is no longer geometrically distributed, which has been

shown in equation (A-2).

As has been described in chapter 4, we need to analyze case Ul and case
UlIl.1 separately here, because these two cases have different initial conditions
when the token generator first makes the transition from Off to On state, referring
to figure 4.3 and 4.5. Case UII.2 can still be analyzed identically with case UI,
because it has the same initial conditions when the token generator is forced to

start a new On period at time C.

Next, we will present the analysis of case UI (case UII.2) and case UIL1 sepa-

rately.

B.1 The number of cells lost generated during the token generator’s Off
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period

Since the probability distribution of the token generator's Off period has never
been changed throughout our analysis, we will have the same result in this section

as all previous analysis. The result has been presented in equation (3-6).
B.2 The Average CLP during a Random Cycle in Case Ul (and UIL2)

The initial condition and initial joint PGF in this case has been shown in equa-

tion (4-1) and (4-2).
B.2.1 The number of cells transmitted during the source’s tagged period
Define:

P, (z)=the transient marginal PGF of the number of cells generated by the end

of £, 'th slot during the token generator's tagged period

From the initial joint PGF shown in equation (4-2) and equation (A-2), the transient

marginal PGF will be:
> = > Lk y kr
Pp () = [X(k)(Qy(z PAkIN] et X(k)) - (k) = DA +DyA, (B-1)

Define:

P(z) =the marginal PGF of the number of cells generated during the token gen-

erator’s tagged period
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Averaging equation (B-1) with the duration of the token generators tagged period,

we have:

PR = Y P (2)- Prik)

k=1
k,-K
K o K+Zi
= = Kk sk ' K+l = . K+1 2 -k -k k-K+1 “~
= Z(Dl"l + 212)(141‘)&’ *(Dlll +Dyhy )(l-u‘, e, + 2 (Dlll +DIL_,)(X . )l '
k=1 k,=K+2
. K+l K+1
_[0-e) [ . @A -(akr)) - FAy-(@hy) S K+l - K+l n K
‘[ T '[Dl' T S Y *(Dx"l +DyAy )(““: @, i (B-2)
=I+Il+1l1

here 1,171 and 111 are respectively the first, second and third terms on the right

hand side of the above equation.

Define:

Ngc = the average number of cells successfully during the source’s tagged

period

from the PGF equation shown in (A-2), we have:

Npgg =T|.. YL /1y (B-3)

where:
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K+1

K+1
(l1-a) [- oA, —(xA,) - ah,-(xA,)
r _ 1 D.. "1 11 +Da- ,
le=1 = o T-a 2 T-aX
¢ e, Ay 2 =1
1-B o, ¢
(1-a) - B +a,-il-a (B +a_-1)
s ek fi-2)
- l-a,(ﬁsﬁx:—l) + l-a,
a, 1-B, 1-B, [
+ (““:K)((z-a,-a,)'(z_a Py W:-ax—ax)k""‘*”"‘:x) (B-4)
5 k3

1 - K - LK+l K. . 2 K
Bk DA A+ DS e (e D)1 -0 Pe,

Ir|._, = (DA s
AV . 4
_(1-87a"r 1-p K+l -8
= T=a, o, [(Z'GS:B,—G")(&’*G‘-” + +ax-2_a:_sax+(l(¢l)(l—ﬁ‘)] (8'5)
k'-K
oo K+ Zi
-~ k,~k+1 Px2
ur|__, = Y (Dlll‘q»D_).z’) (l-a, ‘ ) ,
) k,=K+2 =1
m+m:

g eema-pf(1-5," o, * (B-6)

oo 1-8
- t 5 Kem
=5 : Z [(Z-GI-B -cx:)(ﬁxd-a:—l) +a’-3’“;'5;

here, m = kt—K

B.2.2 The probability distribution of the source’s state when the token gen-

erator’s tagged period terminates

In this section, because o (i) is a variant, the token generator's On period is

not geometrically distributed, it has no memoryless property. So when we analyze

the cells lost after the token generator's tagged period during the random cycle,
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we cannot use the same method as that used in chapter 4, which was presented

in equation (4-12).

Instead, we need to use the PGF results derived in chapter 2 to analyze the
number of cells lost after the token generator's On period. Because the source’s
state will determine the initial conditions used in the PGF method, so here we
must determine the probability of the source’s different state when the token gen-

erator's On period ends during the random cycle.
Define:

A, (») = the transient marginal PGF of the state of the source at the end of k,'th

slot during the token generator's tagged period

Substitute the initial conditions when the token generator's On period starts, i.e.

equation (4-2) into (2-30), we will have:

k I3
A0 = (DA + 0,0y ) (B-7)

z=1

where

(1-y)(e - 1) 1-a +(1-B)y
= D2 =

z=1  2-Bj-ag ' z=1 2-B;-oag

Dll
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combining them into (B-7), we get:

(I=-y)(a, -1) kK, l1-oa,+(1-B)y
Ak'(y) = -_2_—'5’_:0.7(55*.&3_1) + ziﬁs_ass (8‘8)

Define:

A,,(») = the marginal PGF of the state of the source at the end of the token

generator’s tagged period

combining equation (A-2) and (B-8) together, we have:

Apu() = Y AL OIPr(k)

a=1
o [(1-¥)e ~1) K, l-a,+(1-B.)y
= —_— - f Pr(k
agl[ 2-B;-a (B o= 2-B,-a ] )

t-|e (B =1 .
%[ - ‘K_(l-a’)(ﬁx+a:-[).M+(l-al:)alx(l-(ﬂs-o-a:—l)x*l)}

l-a‘(B‘ﬂz‘-l)

oo m+m

e, 2( I A A

1-(&,(51*%-1)’() N X K+l
u 5,:(1 B)(l GK)+[(l-u‘)(l—a:)(ﬂx+a:-l)-W #(l-a:)at ((I-BI)¢(l—a_‘_)(B:+a‘-l) )

(l-as-(l-as)(3‘+a‘-l)x*'") (B-9)

mem

—
E)
-

+ 3 5(1 a)u 2.:“( "”")

here m = k,~K

119



Define:

Pr(off)=Pr(the source is Off when the token generator's tagged period ends)
Pr(on)=Pr(the source is On when the token generator's tagged period ends)

From the definition of the probability generating function, we have:
A, (¥) = Pr(Off) +y- Pr(On) (B-10)

Compare equation (B-9) and (B-10), we can get the two probabilities as the follow-

ing:

(1-a)

Qe -
l-a, Bs

! '(“:(B:*“:' ”K) +(1 -a’z)tx’K(l (8 v, - Hk+ l)

K
l—G‘ —(l-a‘)(ﬁ-"a‘—l).l-—a‘,ﬁm

Pr(off) =

+(l—a,)(ll z(l_um-bl)a 2 (l-(BJ*aI'l)K\'m) (8_11)

l-(a,(s,,a,-l,x)”

==t la- - - - y—_— 7 J
Pr(On)-z_u’_B‘[(l B:)(l a‘K)-r[(l a)(l-a)B +a -1) T-a,3,+a,-D

+ 5 1 [([-a‘:)a!’(((l-B:)+([-a‘)(55+u:_l)1\’+[)] +

2-a.-B,

2
m+m

L (l—u:)a’K-l 2(1-:;7‘”):;, 2 (1-B:-(l-a,)(sx+a:-l)x’"') (B-12)
m=2

"— -
2-a ﬁ:

B.2.3 Cell loss probability in case Ul

Define:



1(z) =the PGF of the number of cells lost during the source’s tagged period

Because the residual time distribution of a geometrical distribution is still geomet-

rical, we can get the following equation from figure 4.2:

1- z
I(z) = Pr(off) - 2° + Pr(on) (( %) J (B-13)

1- oz
Define:
Np = the average number of cells lost during the source’s tagged period

from equation (B-13), we have:

— ' (1-a)z)
NoG = 1], .y = Priom | =55

£

= Pr(on)- —a
5

z=1

substitute equation (B-12) into the above equation, we have:

-~

] . [a-8(1-e
b L {

l-a‘

K
l-la (B +a_-1) 1-8
)*[(l-a,)(53¢as—l)~—(d]¢(l—a,z)a,’([ "+(B_‘+ax-l)K’lJ

l-a B, +a -1) t-a,

m+m

+ L k-1 i(““rm”)“: 2 (I-B‘—(l—a:)(B:+a:—l)K+m) (B-14)

Define:

P,,.(1) = the average cell loss probability in case Ul

Substitute equation (3-6), (B-3) and (B-14) into it, we have:
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N Naig +Ngg
P ()= =20 - AB” _BG (B-15)

Non+Noj_'f NAB+NBG+NBG

B.3 The Average Cell Loss Probability During a Random Cycle in case UIL1

The initial probability condition and initial joint PGF have been shown in equa-

tion (4-15) and (4-16) respectively in section 4.4.2.
B.3.1 The number of cells transmitted during the source’s tagged periods

The analysis method for case UIL1 is the same as that for case UI which has
been presented in the previous section B.2. Let us define the following notations

first:

P, () =the transient marginal PGF of the number of cells generated by the

end of k, 'th slot during the token generator's On period in case UIL1

P(z)=the marginal PGF of the number of cells generated during the token gen-

erator’s On period in case UII1

Nge = the average number of cells generated during the interval B to G that

the token generator is On in case UII.1

So, depending on the initial conditions (equation 4-15) and the initial PGF

(equation 4-16) in case UII.1, we will have the following results:
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here s,7s7 and JsJs are the first, second and third terms respectively in the above

equation, and:

Ngg =Tl +IT|. o +997). 2, (B-17)
where:
s . C:l(l aK}.K‘H)' 62(1'2 K)\'2K+l)'
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-a B l-a,

(-c B)(l a (B, +a -1) C-a B)

. K+1 K+1 < K, ,
L T BT TR (R N7 SRV L WP +c2(K+1)A2A2)L=



K K+2
_(1-29e [, B, va -1 *? (-8)01-a,-8)
- (Z—as—B,)L 2-a -B, * 2-a -B, +(K+DCE =B (B 19)
E-K
o K+2
sk s k=1, = k= k=1 k—K+1 ~
W, = 3 (clxl +C kAL T AL+ Cyho + Cok Ay 12)(1-05 )a,
k=K+2
k-1 = Kemal mem
=% (1-B)Bs+a,-1) (1-B)B +a,-1) ] m+ly T2 _
- z_aS-B: z [ 2-0':-5; - Z—G:-ﬁ’ +(K+M)(l-ax)‘|(l—a‘ )a‘ (B 20)
m=2

here m = k,-K

B.3.2 The probability distribution of the state of the source when the token

generator’s tagged period terminates

Same as in section B.2.2, in order to analyze the number of celis lost after the
token generator's On period during the random cycle, we need to know the proba-
bility of the source’s different state when the token generators On period ends. In

this section we use the same PGF method to get these probabilities.
Define:

A (v) = the transient marginal PGF of the state of the source at the end of ,'th

slot during the token generator's tagged period

A,,(») =the marginal PGF of the state of the source at the end of the token

generator’s tagged period
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from the initial conditions shown in equation (4-15) and (4-16), we have:

k. ok
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k=1
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2
m +m

2
4

[(l-B‘)(B‘+a‘-l)K+m+(l-ax)]] +
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K K+1
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:_;—:'_—Bx{u,"' -8, i (l-a,’"’ l)a,—(l-(5s+a:-1)"*"‘)¢(1-aﬁarK(1 —BI)(I -(B,+a - l)K”)} (B-22)
m=2

here m = k,—K

Define:
pr(off)=pPr(the source is Off when the token generator’s tagged period ends)

Pr(on)=pPr(the source is On when the token generator’s tagged period ends)
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from the definition of the probability generating function and equation (B-22), we

have:

l-a,K(B,W-:-l)K
(1-B,)(B, +&, - 1)(1-a,)-
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2-a -B,

B.3.3 Analysis of the cell loss probability in case UII1
Define:

Iy(z) =the PGF of the number of cells lost after the token generator's ON

period during the random cycle
Ngc = the average number of cells lost during the source’s tagged periods

similarly, we will have the following results:

l-a):z
I5(z) = Pr(off) - 2%+ Pr(on) -(( %) J (B-25)

l—as:
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m=2 .

T-a -B)(I-a)

Define:

P,,.(2) = cell loss probability in case UII.1

substitute equation (3-6), (B-17) and (B-26) into the above, we will have:

N -_— -_
P, _(2) < off _ _ Nap+Npg (B-27)
loss N_ N = = ——
on off NAB“’NBG"‘NBG

B.4 Analysis of the average CLP during a random cycle
Define
P,,ss = the cell loss probability during a random cycle

Combine the probabilities of cases Ul, UII1 and UIIL.2, which were shown in equa-

tions (4-33), (4-34), (4-35) and (4-36) respectively, with the cell loss probabilities in
cases Ul and UII.1 which were shown in equation (B-16) and (B-27) into p,,__, we

will have:
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Ploss = Plogs(D)IPr(FI) + Pr(FI)Pr(FIL2 )1 + P, (2)Pr(FII)Pr(FILI ) (B-28)

For variant token generator's parameter a,(i), we can compare the forced and

unforced protocols too in the following figure B.1, which is obtained from equa-

tions (B-28) and (4-38).

(Note: the infinite summations in equations (B-6, 9, 14, 22, 24 and 26), we

have cintinued to add until the deviation is smaller than 1.0E-5.)

1 T T T T T T T T T
0.9

0.8

°o o o
n [+/] ~

Cell Loss Probability

o
'S

0.3

0.2

L J 1

0'10 011 0.2 0.3 0f4 0.5 OiG 0.7 0.8 0.9 1
The Bursty Source’s parameter Ots

Figure B.1 The Comparison of CLP under the unforced protocol when B, = 095.B, = 0.8.k = 4

It shows that the variant parameter a (i) gives a higher CLP, the same resulits

have been observed in the forced protocol too in figure A.1.
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